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Copyright and Trademark Notice

Thecus and other names of Thecus products are registered trademarks of Thecus
Technology Corp. Microsoft, Windows, and the Windows logo are registered
trademarks of Microsoft Corporation. Apple, iTunes and Apple OS X are registered
trademarks of Apple Computers, Inc. All other trademarks and brand names are the
property of their respective owners. Specifications are subject to change without
notice.

Copyright © 2011 Thecus Technology Corporation. All rights reserved.

About This Manual

All information in this manual has been carefully verified to ensure its correctness.
In case of an error, please provide us with your feedback. Thecus Technology
Corporation reserves the right to modify the contents of this manual without notice.

Product name: Thecus N12000 / N16000 series
Manual Version: 1.0
Release Date: Jan 2011

Limited Warranty

Thecus Technology Corporation guarantees all components of Thecus NAS products
are thoroughly tested before they leave the factory and should function normally
under general usage. In case of any system malfunctions, Thecus Technology
Corporation and its local representatives and dealers are responsible for repair
without cost to the customer if the product fails within the warranty period and
under normal usage. Thecus Technology Corporation is not responsible for any
damage or loss of data deemed to be caused by its products. It is highly
recommended that users conduct necessary back-up practices.



Safety Warnings

For your safety, please read and follow the following safety warnings:

Read this manual thoroughly before attempting to set up your Thecus IP
storage.

Your Thecus IP storage is a complicated electronic device. DO NOT attempt
to repair it under any circumstances. In the case of malfunction, turn off the
power immediately and have it repaired at a qualified service center. Contact
your vendor for details.

DO NOT allow anything to rest on the power cord and DO NOT place the
power cord in an area where it can be stepped on. Carefully place connecting
cables to avoid stepping or tripping on them.

Your Thecus IP storage can operate normally under temperatures between
5°C and 40°C, with relative humidity of 20% - 85%. Using Thecus IP storage
under extreme environmental conditions could damage the unit.

Ensure that the Thecus IP storage is provided with the correct supply voltage
(AC 100V ~ 240V, 50/60 Hz, 3A). Plugging the Thecus IP storage to an
incorrect power source could damage the unit.

Do NOT expose Thecus IP storage to dampness, dust, or corrosive liquids.
Do NOT place Thecus IP storage on any uneven surfaces.

DO NOT place Thecus IP storage in direct sunlight or expose it to other heat
sources.

DO NOT use chemicals or aerosols to clean Thecus IP storage. Unplug the
power cord and all connected cables before cleaning.

DO NOT place any objects on the Thecus IP storage or obstruct its ventilation
slots to avoid overheating the unit.

Keep packaging out of the reach of children.

If disposing of the device, please follow your local regulations for the safe
disposal of electronic products to protect the environment.
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Chapter 1: Introduction

Overview

Thank you for choosing the Thecus IP Storage Server. The Thecus IP storage is an
easy-to-use storage server that allows a dedicated approach to storing and
distributing data on a network. Data reliability is ensured with RAID features that
provide data security and recovery—over multiple Terabyte of storage are available
using RAID 5 and RAID 6. Gigabit Ethernet ports enhance network efficiency,
allowing Thecus IP storage to take over file management functions, increase
application and data sharing and provide faster data response. The Thecus IP
storage offers data mobility with a disk roaming feature that lets you swap working
hard drives for use in other Thecus IP storage, securing the continuity of data in the
event of hardware failure. The Thecus IP storage allows data consolidation and
sharing between Windows (SMB/CIFS), UNIX/Linux, and Apple OS X environments.
The Thecus IP storage’s user-friendly GUI supports multiple Languages.

Product Highlights

File Server

First and foremost, the Thecus IP storage allows you to store and share files over an
IP network. With a Network Attached Storage (NAS) device, you can centralize your
files and share them easily over your network. With the easy-to-use web-based
interface, users on your network can access these files in a snap.

To learn about the Web User Interface, go to
Chapter 5: Using the Thecus IP Storage > Using WebDisk.

FTP Server

With the built-in FTP Server, friends, clients, and customers can upload and
download files to your Thecus IP storage over the Internet with their favorite FTP
programs. You can create user accounts so that only authorized users have access.

To set up the FTP Server, refer to
Chapter 4: System Network> FTP .

iTunes Server
With the built-in iTunes server capability, the Thecus IP storage enables digital
music to be shared and played anywhere on the network!

To set up the iTunes Server, refer to
Chapter 4: Application Server>iTunes Configuration.

Printer Server
With the Thecus IP storage’s Printer Server, you can easily share an IPP printer with
other PCs connected to your network.

To set up the Printer Server, refer to
Chapter 4: Application Server>Printer Information.

Multiple RAID



Thecus IP storage supports multiple RAID volumes on one system. So, you can
create RAID 0 for your non-critical data, and create RAID 1,5 or 6 (depend on model)
for mission-critical data. Create the RAID levels depending on your needs.

To configure RAID modes on the Thecus IP storage, refer to
Chapter 4: Storage Management >RAID Information.

iISCSI Capability

Thecus IP storage is not only a file server, but it also supports iSCSI initiators. Your
server can access Thecus IP storage as a direct-attached-storage over the LAN or
Internet. There is no easier way to expand the capacity of your current application
servers. All the storage needs can be centrally managed and deployed. This brings
ultimate flexibility to users.

To set up an iSCSI volume, refer to
Chapter 4: Storage Management > Space Allocation > Allocating Space for
iSCSI Volume.

Superior Power Management

Thecus IP storage supports schedule power on/off. With this feature, administrator
can set at what time to turn on or off the system. This feature is a big plus for people
who want to conserve energy. Wake-On-LAN enables administrator to remotely turn
on the system without even leaving their own seat.

To schedule system on and off, refer to
Chapter 4: System Management> Scheduled Power On/Off



Package Contents

The Thecus IP storage should contain the following common items:
® System Unit x1

QIG (Quick Installation Guide) x1

CD-Title (Acronics backup CD & Universal CD)

Ethernet Cable x1

Accessory bag x1

HDD Compatibility list Card x1

Multiple Languages Warranty Card x1

Power cord x2

Please check to see if your package is complete. If you find that some items are
missing, contact your dealer.



Front Panel

N12000 series:

The Thecus N12000 series front panel has the device’s controls, indicators, and hard

disk trays:
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Item Description
1.Power Button e Power on/off N12000
2.Power LED e Solid green: System is power on.

3.System error LED

e Solid RED: System error.

4.Mute button

e Mute the system fan alarm.

5.USB Port

e USB 2.0 port for compatible USB devices, such as USB disks and
USB printers

6. Locator button /
LED

e Press the button, the back led will light up to identify the system
position of the rack

7. RST e Reset system configuration to default value.
8. LAN e Blinking green: network activity
e Solid green: network link
9. BUSY e Blinking orange: system startup or system maintenance; data
currently inaccessible
10.0LED e Displays current system status and messages

e OLED screen saver will be enabled after screen is idle for more
than 3 minutes
e OLED screen will be turn off after idle for more than 6 minutes

11.Up Button A

e Push to scroll up when using the OLED display

12.Down Button ¥

e Push to enter USB copy operation screen

13.Enter Button

e Push to enter OLED operate password for basic system setting

14 .Escape Button
ESC

e Push to leave the current OLED menu
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N16000 series:
The Thecus N16000 series front panel has the device’s controls, indicators, and hard
disk trays:
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Item Description
1.Power Button e Power on/off N16000
2.Power LED e Solid green: System is power on.
3.System error LED | e Solid RED: System error.
4.Mute button e Mute the system fan alarm.
5.USB Port e USB 2.0 port for compatible USB devices, such as USB disks and

USB printers
6. Locator button / | e Press the button, the back led will light up to identify the rack

LED position of the system
7. RST e Reset system configuration to default value.
8. LAN e Blinking green: network activity
e Solid green: network link
9. BUSY e Blinking orange: system startup or system maintenance; data
currently inaccessible
10.0LED e Displays current system status and messages

e OLED screen saver will be enabled after screen is idle for more
than 3 minutes

e OLED screen will be turn off after idle for more than 6 minutes

11.Up Button A e Push to scroll up when using the OLED display

12.Down Button ¥ | e Push to enter USB copy operation screen

13.Enter Button J | e Push to enter OLED operate password for basic system setting

14.Escape Button e Push to leave the current OLED menu

ESC

11



Hard Disk Trays
N12000 / N16000 series:

Each of mentioned above models hard disk trays has a lock, a latch, and two LED
indicators:

Item Description

1.HDD Power LED e Solid blue: hard disk is powered on
2.HDD ¢ Blinking green: system is accessing data on the hard disk
Access/Error LED e Red: HDD Error
3.Lock e Use the lock to physically secure the hard disk to the unit
4.Latch e Use to open and remove or close and secure the tray
5.Handle e Pull out HDD tray

Rear Panel

N12000 series:

The N12000 rear panel features ports and connectors.

Item Description
1.Power Connector | ¢ Connect the included power cords to these connectors
2.Serial Port e This port is for external UPS device
3.eSATA Port e eSATA port for high-speed storage expansion
4.USB Port e USB 2.0 port for compatible USB devices, such as USB disks, and
USB printers
5.USB Port e USB 3.0 port for compatible USB devices.

6.WAN/LAN1 Port e WAN/LAN1 port for connecting to an Ethernet network through a
switch or router

7.LAN2 Port e WAN/LAN1 port for connecting to an Ethernet network through a
switch or router
8.LAN3 Port e LAN3 port for HA connecting.

12



Rear Panel
N16000 series:

The N16000 rear panel features ports and connectors.

B8 { sl of 0

Item Description
1.Power Connector | e Connect the included power cords to these connectors
2.Serial Port e This port is for external UPS device
3.eSATA Port e eSATA port for high-speed storage expansion
4.USB Port e USB 2.0 port for compatible USB devices, such as USB disks, and
USB printers
5.USB Port e USB 3.0 port for compatible USB devices.

6.WAN/LAN1 Port e WAN/LAN1 port for connecting to an Ethernet network through a
switch or router

7.LAN2 Port e WAN/LAN1 port for connecting to an Ethernet network through a
switch or router
8.LAN3 Port e LAN3 port for HA connecting.

13



Chapter 2: Hardware Installation

Overview

Your Thecus IP storage is designed for easy installation. To help you get started, the
following chapter will help you quickly get your Thecus IP storage up and running.
Please read it carefully to prevent damaging your unit during installation.

Before You Begin
Before you begin, be sure to take the following precautions:

1. Read and understand the Safety Warnings outlined in the beginning of the
manual.

2. If possible, wear an anti-static wrist strap during installation to prevent static
discharge from damaging the sensitive electronic components on the N8800.

3. Be careful not to use magnetized screwdrivers around the Thecus IP
storage’s electronic components.

Cable Connections

To connect the N12000/N16000 series products to your network, follow the steps
below:

1. Connect an Ethernet cable from your network to the WAN/LAN1 port on the
back panel of the N12000/N16000.

2. Connect the provided power cord into the universal power socket on the back
panel. Plug the other end of the cord into a surge protector socket.

14



3. Press the power button on the Front Panel to boot up the N12000/N16000.
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Chapter 3: First Time Setup

Overview

Once the hardware is installed, physically connected to your network, and powered
on, you can configure the Thecus IP storage so that it is accessible to your network
users. There are two ways to set up your Thecus IP storage: using the Thecus

Setup Wizard or the LCD display. Follow the steps below for initial software setup.

Thecus Setup Wizard

The handy Thecus Setup Wizard makes configuring Thecus IP storage a snap. To
configure the Thecus IP storage using the Setup Wizard, perform the following
steps:

1. Insert the installation CD into your CD-ROM drive (the host PC must be
connected to the network).

2. The Setup Wizard should launch automatically. If not, please browse your
CD-ROM drive and double click on Setup.exe.

Thﬁ;’ etup Wizara™ |

NOTE For MAC OS X users, double click on Thecus Setup Wizard .dmg file. ]

3. The Setup Wizard will start and automatically detect all Thecus storage
devices on your network. If none are found, please check your connection
and refer to Chapter 7: Troubleshooting for assistance.

Thecus Setup Wizard

ru_«g
Device Discovery Version 120
Do Mo | Hosbame | P [ MAC [
1 MNEs005AS 182.162.1.100 00-14-FO-12-60-64

- Login

Bystem
& Network

Configuration
# Enable

Bervice
& Hard Disks

Sotup

¢ >

& Change

Password
& Complete

4. Select the Thecus IP storage that you like to configure.

5. Login with the administrator account and password. The default account and
password are both “admin”.

16



Thecus Setup Wizard
Thoges)

Login System Version 1,210

& Device
Discovery

@ Login
System

& Network

Configuration
Admin D= [admin
4 Enable

Service Password: |

& Hard Disks
Setup

4 Change
Password

& Complete

6. Name your Thecus IP storage and configure the network IP address. If your
switch or router is configured as a DHCP Server, configuring the Thecus IP
storage to automatically obtain an IP address is recommended. You may also
use a static IP address and enter the DNS Server address manually.

Thecus Setup Wizand

'ﬂlo_ml;" |
Network Configuration Version 1.1.98

& Device HostName [N7700

Discovery

IP Type
" Fis »

3 Lo Fived IP DHECP

System 1P Setting

IP address: |172.16.66.70

& Network = ,7

Gy rakon Metmask : |255.255.255.0

GatewaylP: |[172.16.66.1

& Change
By DNS Server:

& Complete 7 :

7. Change the default administrator password.

I'Mca
Change Password Yersion 1.0

& Devics
Discavery

4 Login
System

NewPasswaord :
& Network
Configuration Confirm Again -

& Change
Passwaord

& Complete PREV Al # END

8. Finished! Access the Thecus IP storage Web Administrator Interface by
pressing the Start Browser button. You can also configure another Thecus
IP storage at this point by clicking the Setup Other Device button. Press
Exit to exit the wizard.

17



Thecus Setup Wizard

Complete Yersion 1.0

& Device
Discavery

& Login
System

& Network
Configuration

‘# Change
Password

S Conilee | eno

The Thecus Setup Wizard is designed for installation on systems running Windows
XP/2000/vista/7 or Mac OSX or later. Users with other operating systems will
need to install the Thecus Setup Wizard on a host machine with one of these
operating systems before using the unit.

OLED Operation

OLED Operation

The N12000/N16000 series is equipped with an OLED on the front for easy status
display and setup. There are four buttons on the front panel to control the OLED
functions.

OLED Controls

Use the Up (A), Down (V), Enter () and Escape (ESC) keys to select various
configuration settings and menu options for N4200series configuration.

The following table illustrates the keys on the front control panel:
OLED Controls

Icon Function Description

A Up Button Select the previous configuration settings option.

v Down Button USB copy confirmation display.

A Enter Enter the selected menu option, sub-menu, or parameter setting.
ESC Escape Escape and return to the previous menu.

There are two modes of operation for the OLED: Display Mode and Management
Mode.

Display Mode
During normal operation, the OLED will be in Display Mode.
Display Mode

Item Description
Host Name Current host name of the system.
WAN/LAN1 Current WAN/LAN1 IP setting.
LANZ2 Current LAN2 IP setting.
Link Aggregation Current Link Aggregation status
System Fan Current system fan status.

18




CPU Fan Current CPU fan status

2009/05/22 12:00 Current system time.

RAID Current RAID status.

The N12000/N16000 series will rotate these messages every one-two seconds on
the OLED display.

Typical Setup Procedure

From the Web Administration Interface, you can begin to setup your Thecus IP
storage for use on your network. Setting up the Thecus IP storage typically follows
the five steps outlined below.

For more on how to use the Web Administration Interface, see
Chapter 4: Web Administration Interface.

Step 1: Network Setup

From the Web Administration Interface, you can configure the network settings of
the Thecus IP storage for your network. You can access the Network menu from
the menu bar.

For details on how to configure your network settings, refer to

Chapter 4: System Network .

Step 2: RAID Creation

Next, administrators can configure their preferred RAID setting and build their RAID
volume. You can access RAID settings from the menu bar of the Web Administration
Interface by navigating to Storage Management > RAID Configuration.

For more information on configuring RAID, see
Chapter 4: System Management > RAID Configuration.

Don’t know which RAID level to use? Find out more about the different RAID levels
from Appendix B: RAID Basics.

Step 3: Create Local Users or Setup Authentication

Once the RAID is ready, you can begin to create local users for Thecus IP storage, or
choose to setup authentication protocols such as Active Directory (AD).

For more on managing users, go to Chapter 4:User and Group Authentication.

For more information on configuring Active Directory, see
Chapter 4: User and Group Authentication > ADS/NT Support.

For information about the benefits of Active Directory, see Appendix C: Active
Directory Basics.

Step 4: Create Folders and Set Up ACLs

Once users are introduced into your network, you can begin to create various folders
on the Thecus IP storage and control user access to each using Folder Access
Control Lists.

More information on managing folders, see
Chapter 4: Storage Management > Share Folder .

To find out about configuring Folder Access Control Lists, see Chapter 4: Storage
Management > Share Folder> Folder Access Control List (ACL).

19



Step 5: Start Services
Finally, you can start to setup the different services of Thecus IP storage for the

users on your network. You can find out more about each of these services by
clicking below:

SMB/CIFS

Apple File Protocol (AFP)

Network File System (NFS)

File Transfer Protocol (FTP)

iTunes Server

Printer Server

20



Chapter 4: System Administration

Overview

The Thecus IP storage provides an easily accessible Web Administration
Interface. With it, you can configure and monitor the Thecus IP storage anywhere
on the network.

Web Administration Interface

Make sure your network is connected to the Internet. To access Thecus IP storage
Web Administration Interface:

1. Typethe Thecus IP storage IP address into your browser. (Default IP address
is http://192.168.1.100)

Protect voursource
Secure v..Data

Your computer’s network IP address must be on the same subnet as the Thecus
IP storage. If the Thecus IP storage has default IP address of 192.168.1.100,
your managing PC IP address must be 192.168.1.x, where x is a number
between 1 and 254, but not 100.

2. Login to the system using the administrator user name and password. The
factory defaults are:

User Name: admin
Password: admin

% If you changed your password in the setup wizard, use the new password.

Once you are logged in as an administrator disclaimer page will appear as below.
Please click the check box if you do not want to have this page displayed during the
next login.

Disclaimer

THECUS ki

[C11 agree. Don" t show this message next time.
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Following by disclaim page, you will see the Web Administration Interface. From
here, you can configure and monitor virtually every aspect of the Thecus IP storage
from anywhere on the network.

My Favorite

The user interface with "My Favorite” shortcut is allowed user to designate often
used items and have them display on the main screen area. The figure below
displays 12 default favorite functions.

W Syrtom Maragemant

~
m"’-.".'.rm.\rm-'r:'

-1
= R

U o Grolp Authenkcation

# Appdcation Soreer

5 Mo fr managemen|

EE:.‘lw

=y
N p—

Schedule OnjOf

.
rj'
L

Space Alocation

Sraro Foider

| |

Fotdeation

Administrators can add or

remove favorite functions to
My Favorites by right clicking
the mouse on the menu tree.

The other way administrators
can add favorite functions is
by clicking the “Add Favorite”
icon in each function screen.
Please refer figure below in red

circuit icon.

To return to the favorite
screen, simply click "My

Favorite” located at the left
hand corner of the main screen.

MenL

| & System Information

4 Info

9
= 0
L

& Remove My favorite

3l My favorite

% Systemn Management

'g@ Systern Network

?? Storage

st Lz and Group Authentication

3 Spplication Server
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Setting system time

Date: 012812010 =

Time: »

Menu Bar

The Menu Bar is where you will find all of the information screens and system
settings of Thecus IP storage. The various settings are placed in the following
groups on the menu bar:

Menu

.| System Inforratian

x Syetam Managameant

hi Systerm Metwark

*4 Storage

* Application Server

-ﬂ"" Module managemeant

aa User and Group Authentication > |

M Backup
Item Description
System Information Current system status of the Thecus IP storage.
System Management Various Thecus IP storage system settings and information.
System Network Information and settings for network connections, as well as
various services of the Thecus IP storage.
Storage Information and settings for storage devices installed into the

Thecus IP storage.
User and Group Authentication | Allows configuration of users and groups.

Application Server Printer Server and iTunes Server to set up of the Thecus IP
storage.

Module Management System and user Module to install of the Thecus IP storage.

Backup Category of Backup Features set up of the Thecus IP storage.

Moving your cursor over any of these items will display the dropdown menu
selections for each group.

In the following sections, you will find detailed explanations of each function, and
how to configure your Thecus IP storage.

23



Message Bar
You can get information about system status quickly by moving mouse over.

EEIEL:S
e

Status Description

RAID Information. | Display the status of created RAID volume. Click
to go to RAID information page as short cut.

Disks Information. | Display the status of disks installed in the
system. Click to go to Disk information page as
short cut.

FAN. Display system FAN Status. Click to go to
System Status page as short cut.

Network. Green: Connection to network is normal.
Red: abnormal connection to the network

e [ 2

Logout

I Logout m

Click to logout Web Administration Interface.

Language Selection

The Thecus IP storage supports multiple Languages,
including:

e English

e Japanese

e Traditional Chinese

o Simplified Chinese

e French

e German ) §

« [Italian h!_) FihLEn

e Korean Diestsch

e Spanish J tailano

e Russia zation KiorEan

e« Polish Spanish

e Portugal Ruissis
On the menu bar, click Language and the selection list l Bithel
appears. This user interface will switch to selected Portugal
Language for Thecus IP storage. /
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System Information

Information provides viewing on current Product info, System Status, Service
Status and Logs.

The menu bar allows you to see various aspects of the Thecus IP storage. From here,
you can discover the status of the Thecus IP storage, and also other details.

Product Information

Once you login, you will first see the basic Product Information screen providing
Manufacturer, Product No., Firmware Version, and System Up Time
information.

& System Information = Product Information
i;‘_}:_us Manufacturer Thecus
Product Mo. N12000
% On-ine Register Firmware Version | 1.00.00.7-12-23:09
Up Time 23 hours 17 minutes

Item Description

Manufacturer Displays the name of the system manufacturer.
Product No. Shows the model number of the system.
Firmware version Shows the current firmware version.

Up time Displays the total run time of the system.

System/Service Status

From the Status menu, choose the System item, System Status and Service
Status screens appear. These screens provide basic system and service status
information.

Theu-’-' Thesus®, Crestor In Storage

Www.thecus.com Language: -

Menu

| T SYETETTT IOt = | System Status Service Status

j’lsr:::lzus CPU Loading(%) 0% AFP Status Stop
£f Logs CPU Fan Speed oK NFS Status Stop
= On-line Register System Fan 1 Speed 0K SMB/CIFS Status Stop
System Fan 2 Speed oK FTP Status Stop
System Fan 3 Speed 0K TFTP Status Stop
System Fan 4 Speed oK Rsync Status Stop
CPU Temperature 47 °C UPnP Status Stop
System Temperature 1 BESE SHMP Stop
System Temperature 2 20
%Svstem bl System Temperature 3 26 °C
Qﬂ System Network System Temperature 4 26 °C
E ;Stomge = Up Time 33 minutes
aa User and Group Authentication
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System Status

Item

Description

CPU Loading (%)

Displays current CPU workload of the Thecus IP storage.

CPU Fan Speed

Displays current CPU fan status.

System Fan 1 Speed

Displays current System fan (left 1) status

System Fan 2 Speed

Displays current System fan (left 2) status

System Fan 3 Speed

Displays current System fan (left 3) status

System Fan 4 Speed

Displays current System fan (left 4) status

CPU Temperature

Displays current CPU Temperature.

System Temperature 1
System Temperature 2
System Temperature 3
System Temperature 4
System Fan Speed

Up Time

Displays current System temperature in position 1
Displays current System temperature in position 2
Displays current System temperature in position 3
Displays current System temperature in position 4
Displays the current status of the system fan.

Shows how long the system has been up and running.

Item Description
AFP Status The status of the Apple Filing Protocol server.
NFS Status The status of the Network File Service Server.
SMB/CIFS Status The status of the SMB/CIFS server.
FTP Status The status of the FTP server.
TFTP Status The status of the TFTP server.
Rsync Status The status of the Rsync server.
UPnP Status The status of the UPnP service.
SNMP The status of the SNMP service.
Logs

From the System Information menu, choose the Logs item and the System Logs
screen appears. This screen shows a history of system usage and important events
such as disk status, network information, and system booting. See the following
table for a detailed description of each item:

Syetem Loge

<RI BT

Hrpm @Em

" Dowrlosd All Log File | (& Truncars All Log File  The srensber of lines par page 13

Lops Information

7700 : Lper admin fogzed in from 172.16.63
7700 : Usar admin lopged in frem 17,

T700 ; User admin Jopged in from 1
TT00 : User admin logzed in from 17.
700 : Uver admin Jogesd in from 17,
700 : Usar admis lopged in froms 17,
7700 : User admin Iogzed in from 1721
7700 ; Lper admin fogged in from 172.0
700 KITO0 beet

1 ekl 2 Displaving logs 1+ 13 of 13
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Time =

> Logs Information

2009/05/25 13:44:51

4] Sort Ascending

%] Sort Descending

[T&] Columns

|
in logged in from 172.16.65.17

dualdl found UPS is
n3300-dualld] found UPS isfunavailabls
b | 7] Time

& unavai

| Logs Information I« unavailable.

2009/05:25 13:12:28

9/05/25 13:11:03

5300-duall1 found UPS is unavailable.

dualll found UPS iz unavailable

5500-dual0l : User admin logged in from 172.16.65.107

5500-duald! : The svstem n3300-dualll found UPS is unavailable.

See the following table for a detailed description of each item:

System Logs

Item Description
All Provides all log information including system messages, warning
messages and error messages.
INFO Records information about system messages.
WARN Shows only warning messages.
ERROR Shows only error messages.

Download All Log File

Export all logs to an external file.

Truncate All Log File

Clear all log files.

The number of lines per
page []

Specify desired number of lines to display per page.

Sort Ascending

Shows logs by date in ascending order.

Sort Descending

Shows logs by date in descending order.

[<< < > >>|

Use the forward ( > >>] ) and backward ( |[<< <) buttons to
browse the log pages.

.....

Re-loading logs.

On-line Register

From the System Information menu, choose the On-line Register item and the
System On-line Register screen appears. The on-line register service can
periodically update the user when new firmware and software modules are released
by Thecus. To enable this service, simply check the “Enable” check box. By enabling
this service, the items in bold will be sent to Thecus via the Internet.

Meanu

A System Informaton = I

e
-

T

ogs

3
2 On-ine Register

B¢ cystem Managament ; |

.'ga System Matwork

_:i Storage

aa? User and Group Authentication

# Application Server

g” Module management

P Backup y &

Registration option

| Enahls

The following information will be recorded after [ Enable ] checked:
[Product Model Hame], [Current FW version], [Mac address of WAN], [Mail address of system notification],
[Web UT Language].

There are Taw more eme we 1Ke 10 et I Dack Tor SEatene and anaiysk pUTpose Upan T0 your agreament.
~] Internal HOD branding 2nd FW version

w

>

Other than the defined items sent upon registration, there are also two additional
items: “HDD Info” and “Time Zone”. These two optional items can also be sent to
Thecus anonymously for analysis and statistics purposes. To send these items,
simply check the desired checkboxes to help Thecus improve its products and

services.
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Reqistration option

[ Enable

The Follawing information will be pecorded after [ Enable | dhecked:
[Pradisct Model Namse], [Cument FW verson], [Mac sddress of WAN] [Mail address of system nolilcation],

Wb Ul Language]-

There are fow more dems we ke to get £ back for statstic and anabss purpose upon to your agreement.

] Time Zane

| Inteenal HOD branding and FW vargan

APEly

List of most recent update

e 8 | L Fmeane || eedle

Publsh dare
2008-10-23 20122137
20051014 15:12:38
2002-10-14 1513102
Z00s-10-14
2005-10-14 15
200%-10-14 15: 12
20081014 15
2002-10-14 15
200E.10-14

200%-10
200811

Informrmation Dakoary

You Fave mew frwane 3.01,00.46

Fou have rew module [P Cam 1.0.62
ou have mew madule TP Cam 10,61
Yau kave mew maduk TP Cam 10,8

Woou Bave few module IP Caen 1.0.59
¥ou have rew mocyle TP Tam 10,58

vou have rew module I Cam 1.0.57

e IF Cam 1.0.56
You have rew moduia TP Cam 1.0.55
Tou bdve new madule [P Cam 1.0.34

rave few module 1P Cam 10,53

System Management

The System Management menu gives you a wealth of settings that you can use to
configure your Thecus IP storage system administration functions. You can set up
system time, system notifications, and even upgrade firmware from this menu.

Time: Setting system time

From the time menu, choose the Time item and the Time screen appears. Set the
desired Date, Time, and Time Zone. You can also elect to synchronize the system
time on Thecus IP storage with an NTP (Network Time Protocol) Server.

Meanu

—
i Systemn Information

% System Management

[ il Time
% Notification
& Frmware Upgrade
3 schedule OnfOR
Burs
= yake Up on LAN
i chMp

E! System Metwork

gi Storage

s Us2r 2nd Group Authentication

i} Iy favorite
Y
= | — Satting system time
- | Date: 0772012010 [
™ Time: | 15 ::—|v
Time Zone: Asia Tazpe: |‘"
Actas NTP i1 Enable @ Diable
Sarver:
Sync with @ Yag
= external NTP
- SEnvar:
) | 3 Mo
1

o

See the following table for a detailed description of each item:

Time

Item Description
Date Sets the system date.
Time Sets the system time.
Time Zone Sets the system time zone.
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Act as NTP Server

Select Enable to synchronize with the NTP server.
Select Disable to close the NTP server synchronization.

Sync with external NTP
Server

Select YES to allow Thecus IP storage to synchronize with an NTP

If an NTP server is selected, please make sure your Thecus IP storage has been
setup to access the NTP server.

server of your choice. Press Apply to change.

Notification configuration

From the menu, choose the Notification item, and the Notification
Configuration screen appears. This screen lets you have Thecus IP storage notify
you in case of any system malfunction. Press Apply to confirm all settings. See
following table for a detailed description of each item.

Menu b

il System Information

— Notification Configuration

X Syctem Mamagement

Beep Hobfication @ Enable ) Deszhie

i T

& Pirveare Upprade

£ schadule On/OFf

Bues
'.‘:- Wake Up on LAN
£ cimp
= . iy
£ admnistrator Passwond
&= Config Mgk
. Factory Default

@ﬂebt--.'!. B Shutdiown
g Pl system Check

Ermail Hotification () Enabde @ Disable

SMTP Servar: | Port:
Auth Type:

SMTF Account ID:

Account Passwand:

E-Mail From:

Receher”s E-Mal Address 1:
Recaiver” s E-Mal Address 23

Receier” s E-Mal Address 3:

Recawer” s E-Mal Address £:

I I

acoy ]

Notification C
Item

onfiguration
Description

Beep Notification

Enable or disable the system beeper that beeps when a problem
occurs.

Email Notification

Enable or disable email notifications of system problems.

SMTP Server Specifies the hostname/IP address of the SMTP server.
Port Specifies the port to send outgoing notification emails.
Auth Type Select the SMTP Server account authentication type.

SMTP Account ID

Set the SMTP Server Email account ID.

Account Password

Enter a new password.

E-mail From

Set email address to send email.

Receiver’'s E-mail
Address (1,2,3,4)

Add one or more recipient’s email addresses to receive email
notifications.

Firmware Upgrade

Consult with your mail server administrator for email server
information.

From the menu, choose the Firmware Upgrade item and the Firmware Upgrade

screen appears.
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i System Information ’

Firmware Upgrade

x Cystem Management = e
. g FETTRAAE: Select a fimware fle

Agply

falSchedule On/OF

Bayrs

Follow the steps below to upgrade your firmware:

1. Use the Browse button ‘ to find the firmware file.

2. Press Apply.
3. The beeper beeps and the Busy LED blinks until the upgrade is complete.

e The beeper only beeps if it is enabled in the System Notification menu.
e Check Thecus website for the latest firmware release and release notes.

e Downgrading firmware is not permitted.

Do not turns off the system during the firmware upgrade process.
This will lead to a catastrophic result that may render the system inoperable.

UPS Setting

The Thecus IP storage can also support various uninterruptible power supply unit
via either “Serial” or "USB” interface (depend on model) to provide extra data
security and accessibility in the case of a power failure.

From the Status menu, choose the UPS item and the UPS Setting screen appears.
Make any changes you wish, and press Apply to confirm changes.

L i] System Informzton

UPS Satting

A system panagement . L i foable @ Desble
Ll
Manufacture: >
Madel: ¥
3 schedule On/OFf : : )
{ = reans the prodict has been tested for Compatibiy )
Battery Status: LTS
f. Wiake Up on LA Pawer: HiA
Eo SHMP A N
£l Saconds batwean power fadure and first natfication L-
| System Metwark :
~ Sacands between subsequence power falure notifications 1
B storage

Shutdown the system when the battery charge & less than ||

wam User and Group Authentication

B N L

See the following table for a detailed description of each item.

Item Description
UPS Monitoring Enable or disable UPS monitoring.
Manufacturer Choose the UPS manufacturer from the dropdowns.

Choose the UPS model number from the
dropdowns.

Model

Battery Status Current status of the UPS battery

Power Current status of the power being supplied to the

UPS

Seconds between power failure and
first notification

Delay between power failure and first notification in
seconds.
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Seconds between subsequent power | Delay between subsequent notifications in seconds.
failure notifications

Shutdown the system when the Amount of UPS battery remaining before system
battery charge is less than should auto-shutdown.
Apply Press Apply to save your changes.

Schedule Power On/Off

Using the Thecus IP storage System Management, you can save energy and money
by scheduling the Thecus IP storage to turn itself on and off during certain times of
the day.

From the menu, choose the Schedule Power On/Off item and the Schedule
Power On/Off screen appears.

To designate a schedule for the Thecus IP storage to turn on and off, first enable the
feature by checking the Enable Schedule Power On/Off checkbox.

Then, simply choose an on and off time for each day of the week that you would like
to designate a schedule by using the various dropdowns.

Finally, click Apply to save your changes.

o
Mo - _
i System Information !

Schedubs Power On) OFf

| Enable Schedulk Power OnyOff
Action Tima Action Tima

Sunday: - w w L

Manday: . »: v o

Tuesday: 2k b = B

Wiednasday:

Thursday: w > . >

Sarurdany: L 3 L L

Example - Monday: On: 8:00; Off: 16:00
System will turn on at 8:00 AM on Monday, and off at 16:00 on Monday. System will
turn on for the rest of the week.

If you choose an on time, but do not assign an off time, the system will turn on and
remain on until a scheduled off time is reached, or if the unit is shutdown manually.

Example - Monday: On: 8:00
System will turn on at 8:00 AM on Monday, and will not shut down unless powered
down manually.

You may also choose two on times or two off times on a particular day, and the
system will act accordingly.

Example - Monday: Off: 8:00; Off: 16:00
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System will turn off at 8:00 AM on Monday. System will turn off at 16:00 PM on
Monday, if it was on. If the system was already off at 16:00 PM on Monday, system
will stay off.

Wake-Up On LAN (WOL)
The Thecus IP storage has the ability to be awoken from sleep mode via WAN/LAN1
port.

Menu < [ Y —

i Syctem Information : W:tkle-up O Lan
x System Management & WOL Service: ™" Enable & Disable
Tag Tirme o

e Wiske Up on LAN

1 TIPS
e HWIE

From the menu, choose the WOL item, and the Wake-up On LAN screen appears.
From here, you can Enable or Disable.
Wake-up On LAN Configuration

Item Description
WOL Service Enable or Disable WOL service
Apply Click Apply to save changes.

SNMP Support

From the menu, choose the SNMP item and the SNMP Support screen appears.
You could enable the SNMP function and filled in the related information in each
fields. With the SNMP management software could get system basic information.

i System Informabion : SHMP Support
X, Srstem Management - SHMP Service: 7} Enable @ Disztle
il Time o~
P Hotificatiorn Read Community: [Alowe 09, anz, A~Z, - ]
&/, Firmare Upgrada System Contact:
'__‘E--:h-?-:h e On/Off Systarn Location:
'-"' y Trap Target Ip:
o w [ Ay .I
& System Metwark

From the menu, choose the SNMP item, and the SNMP Support screen appears.
From here, you can Enable or Disable.

Utility

" Administrator password
From the menu, choose the Administrator Password item and the Change
Administrator Password screen appears. Enter a new password in the New
Password box and confirm your new password in the Confirm Password box.
Press Apply to confirm password changes.
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There is also password for enter OLED setting you could setup here. Enter a new
password in the New Password box and confirm your new password in the
Confirm Password box. Press Apply to confirm password changes.

] (T —

il System Information * — Change Administrator Password ————————
‘_x Cystam Management B Mew Password: |
&8 stowp A Canfim |
= iy Pazgaard:
I £« Admintstrator Password
g Config Mgt =
" Factary Difault
@ reboot & Shutdown — Change Display Module Password
tg Fla system Chack b
- Mew Pzssword: |
& System Hetwark :
— Canfrm |
E'! Srorage . Passward:
e User and Group Authenticaton Asply

"3 Applcation Senver !
See the following table for a detailed description of each item.
Change Administrator and LCD Entry Password

Item Description
New Password Type in a new administrator password.
Confirm Password Type the new password again to confirm.
Apply Press this to save your changes.

" Config Mgmt
From the menu, choose the Config Mgmt item and the System Configuration

Download/Upload screen appears. From here, you can download or upload stored
system configurations.

1 Syctem Informztion L2 system Configuration Download /Upload
'x Cyshem Management ”
. + FEEEatt By — e e
£ e ~ Upload: feass chooss a file 1o upload
it
L OB o Rassword =B e

¥ Config Mgrmt

LT

Reboot & Shutdown

See the following table for a detailed description of each item.
System Configuration Download/Upload

Item Description
Download Save and export the current system configuration.
Upload Import a saved configuration file to overwrite current system
configuration.

Backing up your system configuration is a great way to ensure that you can revert
to a working configuration when you are experimenting with new system settings.
The system configuration you have backup can be only restore in same firmware

version. And the backup details have excluded user/group accounts.

" Factory default
From the menu, choose the Factory Default item and the Reset to Factory

Default screen appears. Press Apply to reset Thecus IP storage to factory default
settings.
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i Syetem Infonmabon : Reset To Factory Default

x System Management =
- z

Agministrator Passweond

g LLOTITRT FICITTR

. Factory Default
{IFEb00T & SAUREEWn
L Fila syskem Check i

Resetting to factory defaults will not erase the data stored in the hard disks, but
WILL revert all the settings to the factory default values.

" Reboot & Shutdown
From the menu, choose Reboot & Shutdown item, and the Shutdown/Reboot
System screen appears. Press Reboot to restart the system or Shutdown to turn
the system off.

_= Sestem Information z shutdown /Reboot System
‘K Cystam Management =
[ ' Shmdosy it i
s 3 T— T

o trator Passwoed
onfig Mgt

ot Craf it
- ——
@) reboot & Sh

TS SPELENT LT W

" File System check
The File System Check allows you to perform a check on the integrity of your disks’
file system. Under the menu, click File system Check and the File System Check
prompt appears.

T T

K System Information : File System Check
x Cyskem Maragerent = Flesystem Chack has been Enable successfuly, The systern needs to reboot to make the changes affective.
IFS is not nead file system check!
& !._.’-I.".P £ Encrypt raid is not support file system check!
o iy Press [ Apply 1 to reboot the system now,
£\ Administrator Password e |

To perform a file system check, click Apply.
Once clicked, the following prompt will appear:

‘ File System Check X

2

The setting has been changed; carry on with press “Yes® for confirmation.

Click Yes to reboot the system.

34



i e — (R T -1 —

File System Check | File System Check

lRebnot | > [Retmut

Done.

Once the system has rebooted, you will be returned to the File System Check
prompt. There you will see the available RAID volumes to run the file system check.
Check the desired RAID volumes and click Next to proceed with the file system
check. Click Reboot to reboot without running the check.

Thecus.com

File System Check

ZFS is not need file svstem check!
[. RAID Level Disles Status Filesvstem Stams Data Capacity Last Check Time
| RAID3 4 Healthy Normal 02GB/41.8GB

File System Check
ZFS is not need file system check!

[l pan L et Diales - Fitgss = D e i Time

V|| RAIDS 4 Healthy Normal 02GB/418GB

Once you click Next, you will see the following screen:

[ wex || Repoot |

Statue:

Latest 20 linzs Information:

Remlt: ;I

[ Start ][ Reboot ]

Click Start to begin the file system check. Click Reboot to reboot the system.
When the file system check is run, the system will show 20 lines of information until
it is complete. Once complete, the results will be shown at the bottom.
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Status:

Latast 20 lins:

Result:

NOTE

s Information:

[2009/6/8 14:5:

Checkimn roup summary information
2 X

W
oomom
W
- e e e I S S R
e R T e e s VI R O D e e e M ]

S UACERCERER YUY N O U BN BN DY U1 O OO
omom e o oy o

o
m

1v: 337262144 files {3.0% non-
1EnE

18763/2

4,5 ] System Volume : Exit Code = 0 ; No d
lerrors

RRID [ 1,2,3,4,5 ] Data Volume : Exit Code = 0 , NWo errors.

The system must be rebooted before Thecus IP storage can function

normally after file system check complete.

System Network

Use the System Network menu to make network configuration settings as well as
service support settings.

WAN/LAN1

WAN/LAN1 Configuration

From the System Network menu, choose WAN/LAN1, and the WAN/LAN1
Configuration screen appears. This screen displays the network parameters of the
WAN/LAN1 connection. You may change any of these items and press Apply to
confirm your settings. See a description of each item in the following table:

Menu

| & system Information

XSvstem Management

&?&mmﬂalwurk

SEWAN / LANL
2 LANZ

¥} samba / CIFs
L

LN

@ TP

FHHTTP / Web Disk
S uprp

f’?:._-" Bonjour

& TP

& High-Avaiabilty

' My favorite

— WAN [/ LAN1 Configuration

Host Name: |NIJDDD | Domain Mame: |th5c'u5c0m |

WINS Server 1t | | WINS Server2: | |

MAC Address: 00:14:FD:14:E0:7D
Link Detected: yes
Link Speed: 100Mb,'s
Jumbo Frame Disable | v { Select from drop down list or input manualy, allow 1501 ~ 9018 )
i (st
1P Sharing Mode:  (©) Enable @ Disable
Link Aggregation: [ ¥
Set IP Address by:
Static Dynamic
44 172.16.04.189
Metmask: 255.255.252.0
Gateway: 172.16.66.135
DMS Server: 172.16.66.244

168,95.1.1
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WAN/LAN1 Configuration

Item Description
Host name Host name that identifies the Thecus IP storage on the network.
Domain name Specifies the domain name of Thecus IP storage.
WINS Server To set a server name for NetBIOS computer.
MAC Address MAC address of the network interface.

Jumbo Frame Support | Enable or disable Jumbo Frame Support of the WAN/LAN1 interface on your
Thecus IP storage.

IP Sharing Mode When enabled, PCs connected to the LAN2 port will be able to access the
WAN/LAN1.
Link Aggregation Specifies whether WAN/LAN1 and LAN2 ports will be aggregated and act as

one port. There are 6 modes can be choose from:
Load Balance/Fail-over/Balance-XOR/802.3ad/Balance-TLB/Balance-ALB

Set IP Address by: You can choose a static IP or Dynamic IP, and input your network
Static / Dynamic configuration

IP IP address of the WAN/LAN1 interface.

Netmask Network mask, which is generally: 255.255.255.0

Gateway Default Gateway IP address.

DNS Server Domain Name Service (DNS) server IP address.

Only use Jumbo Frame settings when operating in a Gigabit environment \
where all other clients have Jumbo Frame Setting enabled.

If you are only using the WAN/LAN1 port, we suggest that you disable IP
Sharing Mode. This will result in higher throughput.

A correct DNS setting is vital to networks services, such as SMTP and NTP.

To use the Link Aggregation with "802.3ad selected” feature, please make sure

the networking equipment on the other end of Ethernet cable also supports

802.3ad protocol. J

Most Fast Ethernet (10/100) Switches/Routers do not support Jumbo Frame and you will not
be able to connect to your N12000/N16000 after Jumbo Frame is turned on. If this happens,
turn off the N12000/N16000. Then, insert USB disk with factory reset utility included and
power on the N12000/N16000. Till the system power on complete then it will bring your
system settings back to factory default.

LAN2

LAN2 Configuration

The Thecus IP storage supports two Gigabit Ethernet ports for higher service
availability. To configure these ports, choose LAN2 from the System Network
menu, and the LAN2 Configuration screen appears. Press Apply to save your
changes.
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Menu

'i | System Information +]

'xs',rstem Management =

E@ System Metwork =

EHHTTP / Web Disk
P upnp

f_‘? Bonjour

G2 TFTR

&= High-Avaiabilicy

— LAN2 Configuration
MAC Address: 00:14:FD:14:E0:7E
Jumbo Frame Disahls | ¥ ( Select from drop dofvn list or input manually, allow 1501 ~ 9018 )
Keize [Disabie
P: | 192.168.2254 |
Netrmask: | 2352552550 |
Link Detected: no
Link Speed:

— DHCP Server Configuration
DHCP Server: ) Enable @ Disable
Start Ip: |192.163.2.1 |
End IP: [ 192.163.2.100 |
Gateway: | |
DNS Server: 172.16.66.244

168.95.1.1

LAN2 Configuration

Item

Description

MAC Address

Displays the MAC address of the LAN2 interface.

Jumbo Frame Support

Enable or disable Jumbo Frame Support on the LAN2 interface.

1P

Specifies the IP address of the LAN2 interface.

Netmask

Specifies the Network Mask of the LAN2 interface.

Gateway

When Thecus NAS as a DHCP server from LANZ, it can have
another route to balance traffic bandwidth for its DHCP
clients

Link Detected

Specifies the LAN2 port link status

Lick Speed

Specifies the LAN2 port link speed

Before enabling Jumbo Frame Support, please make sure your network equipment
supports Jumbo Frame. If your equipment is incompatible, you might not be able to
connect to your Thecus IP storage.

If the IP sharing mode setting is set to “Enable” under WAN/LAN21 port, then this 2™
gateway cannot be configured.

DHCP Server Configuration

A DHCP server can be configured to assign IP addresses to devices connected to the
LAN2 port. To configure these ports, choose LAN2 from the System Network

menu.
DHCP Configuration
Item Description
DHCP Server Enable or disable the DHCP server to automatically assign IP
address to PCs connected to the LAN2 interface.
Start IP Specifies the starting IP address of the DHCP range.
End IP Specifies the ending IP address of the DHCP range.
DNS Server Displayed the DNS server IP address.
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N
NOTE The IP Segment of WAN/LAN1 and LAN2 should not overlap.
J
~
The IP address of the LAN2 interface should not be in the range of the
Start IP address and End IP address.
J

Samba / CIFS

There are 5 options is currently allow Admin to Enable/Disable to operate Thecus IP
storage associated with Samba / CIFS protocol. With the option changed, it will need
to reboot system to activate.

Menu £ My favorite
+

|/ system Information — ba J CIiS
XSvstem Management ¥ Samba Service: @ Enable (@) Disable
E?Svstem Natwork & Samba Recycle Bin: @) Enable @ Disable
S WAN / LAN1 ) o . =
2 o Samba Anonymous Login Authentication: () Enable (@ Disable
=
Yo 5ammba / CIFS Samba is Native Mode: @ Yes(Native Mode) © No(Compatible Mode)
o AFP
¥anrs
& ETp — SMB/CIFS option for MAC
o) A " =
7 HTTP | Web Dick UNIX Extensions: ©) Enable @ Disable
P upnp
"‘U‘ Bonjour
&2 TFTP
o High-Availabilicy

Samba Service

Used for letting the operating system of UNIX series and SMB/CIFS of Microsoft
Windows operating system (Server Message Block / Common Internet File

System).Do the link in network protocol. Enable or Disable SMB/CIFS protocol for
Windows, Apple, Unix drive mapping.

NOTE e In some environments, due to security concerns, you may wish to
disable SMB/CIFS as a precaution against computer viruses.

Samba Recycle Bin

The Thecus IP storage is supported recycle bin via SMB/CIFS protocol. Simply
enable it then all of deleted files/folders will reside in the “.recycle” folder with
hidden attribution in each share.

I|I 1 { .III Cniiy k00T

.

In general, Windows has default to invisible all of hidden folders/files. So please
enable this option to view “.recycle” folder.
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Samba Anonymous Login Authentication

To enable this option, no matter there is share folder has been created in public
access. The user account and password is needed from system to access under
SMB/CIFS protocol. On the other hand, no more anonymous login is allowed.

Samba is Native mode

The Thecus IP storage is supported Samba mode options. In the ADS environment
with “Native” mode selected then Thecus IP storage is capable to become local
master position.

UNIX Extension

The default is enable for Samba usage, with situation using Mac OSX with smb
connection may have permission issue. When it happened, please setup "UNIX
Extension” disable to get issue solved.

AFP (Apple Network Setup)

From the System Network menu, choose the AFP item, and the AFP Support
screen appears. This screen displays the configuration items for the Apple Filing
Protocol. You can change any of these items and press Apply to confirm your
settings.

) T

& System Informeton : — AFP Support
9 System Management ' AFF Server: @1 Enabla (7 Diszhle
1= e er— - T
B Svetem Network MAC CHARSET: UTF-3 | >
[ R
m AN = ZOME: |=
= LAN g :
B samhz | CIFS Tira Maching, . Enabbe @ Disable
l_ﬂl-=5 Apply
GE'FTP
W adia servar w

= _

A description of each item follows:

Apple Network Configuration

Item Description
AFP Server Enable or disable Apple File Service to use Thecus IP storage with
MAC OS-based systems.
MAC CHARSET Specifics the code page from drop down list
Zone Specifies Zone for Applet Talk service.

If your AppleTalk network uses extended networks and is assigned
with multiple zones, assign a zone name to Thecus IP storage. If
you do not want to assign a network zone, enter an asterisk (*) to
use the default setting.

Time Machine Enable checked box while you like to backup you MAC system to
have Thecus IP storage as MAC time machine

NFS Setup

From the System Network menu, choose the NFS item, and the NFS Support
screen appears. The Thecus IP storage can act as an NFS server, enabling users to
download and upload files with the favorite NFS clients. Press Apply to confirm your
settings.
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Bl System Infonmation — NFS Suppart
‘K Cystam Management z MFS: ) Enabla @ Diszale
hff':z:e_' Fletwark [_?J
me VAN - :
S LaN
B samba | CIFS
¥ e
Biliee ]
B ETP
A description of each item follows:
NFS Server Setting
Item Description
NFS Enable or Disable NFS support.
Apply Click Apply to save your changes.

FTP

Thecus IP storage can act as a FTP server, enabling users to download and upload
files with their favorite FTP programs. From the System Network menu, choose
the FTP item, and the FTP screen appears. You can change any of these items and
press Apply to confirm your settings.

Menu

| i System Information

xs'gstem Management

@ System Network

SF WAN / LANL
SALAN2

";‘, Samba / CIFS
¥ arp
B s

B

& upnp
£7 Bonjour
&2 TFTP
&= High-Availabiity

' My favorite

N =

¥ | FTP: D) Enable @ Disable

= | Secure FTP (Explicit): Enable @ Disable
Port: | |

Passive Port Range(30000-32000): | 3000 | =
FTP ENCODE: »

Allow Anonymous FTP Access: [

Auto Rename: [

Upload Bandwidth: L.

Download Bandwidth: E;

A description of each item follows:

FTP
Item

Description

FTP

Enable FTP Service on Thecus IP storage.

Security FTP

Enable or disable Security FTP, be sure the client FTP software
has also security FTP setting enabled.

Port

Specifies the port number of an incoming connection on a
non-standard port.

Passive Port Range
(30000-32000)

limited port range for the FTP server to use.

FTP ENCODE

If your FTP client or operating system does not support Unicode
(e.g. Windows® 95/98/ME or MAC 0S9/8), select the same
encoding as your OS here in order to properly view the files and
directories on the server. Available options are BIG5, HZ,
GB2312, GB18030, ISO, EUC-JP, SHIFT-JIS and UTF-8.
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Allow Anonymous FTP
Access

Upload/Download: Allow anonymous FTP users to upload or
download files to/from public folders.

Download: Allow anonymous FTP users to download files from
public folders.

No access: Block anonymous FTP user access.

Auto Rename

If checked, the system will automatically rename files that are
uploaded with a duplicate file name. The renaming scheme is
[filename] . #, where # represents an integer.

Upload Bandwidth

You may set the maximum bandwidth allocated to file uploads.
Selections include Unlimited, 1 ~ 32 MB/s.

Download Bandwidth

You may set the maximum bandwidth allocated to file
downloads. Selections include Unlimited, 1 ~ 32 MB/s.

To access the share fold
password set up on the

er on Thecus IP storage, use the appropriate user login and
Users page. Access control to each share folder is set up on

the ACL page (Storage Management > Shore Folder > ACL).

HTTP/ Web Disk

From the System Network menu, choose the HTTP/ Web Disk item, and the
Web Disk (HTTP) Support screen appears. This screen displays the service
support parameters of the system. You can change any of these items and press
Apply to confirm your settings.

Menu

Sy=tem Informmaton

— WebDisk (HTTP) Support

‘_x System Management

Sharmng: @ Enable 1 Diszhle

"}d System Hebwark

Part:

LS
A ETPE

e

¥ nsmc Taget
3 Bonjour

E‘I Storge

T Seuure WelDER [SEure HT TPy SuppEme |

) Enable

Sharing: ) Disable

Port:

Apply:

man® User and Group Authentica

bon

A description of each item follows:

Web Service
Item

Description

HTTP (WebDisk) Support

Enable or disable WebDisk support. Enter the port number if
this option is enabled. The port number is default 80.

HTTPs (Secure WebDisk)
Support

Enable or disable secure WebDisk support. Enter the port if this

NOTE

option is enabled.
Disable HTTP support and Enable Secure HTTP support to guarantee ]

secure access.

UPnP

This device supports UPnP Media server, which allows users to play media files with

UPnP client (ex. DMA d

evices). Enable or disable Universal Plug and Play protocol.

UPnP helps to find the IP address of Thecus IP storage.
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Menu £ Wy favorite

B System Information ¥ | UPnP
¢ Systam Management ' | UPnP: i) Enabla i@ Disable
Hﬂ Systam Mabwark = | Description:

B 1Fs ~

e

@ Media Server

BEUTTP | Web Disk apgly

Bonjour Setting

Bonjour, is Apple Inc.'s trade name for its implementation of Zeroconf, a service
discovery protocol. Bonjour locates devices such as printers, as well as other
computers, and the services that those devices offer on a local network using
multicast Domain Name System service records. This definitive guide walks you
through Bonjour zero-configuration networking with a complete description of the
protocols and technologies used to create Bonjour enabled applications and devices.

Menu ! My favonte
K System Information ’ | Bonjour Setting
% System Managameant z | Banfour sandce: =) Enable i Dieahle
Hﬂ Cystem Matwork = | _
Applyr

B3 HFS P

T FTP

Priedia Server

FHTTP / Web Disk

TFTP

Thecus IP storage can act as a TFTP server, enabling users to download and upload
files with their favorite TFTP programs. From the System Network menu, choose
the TFTP item, and the TFTP screen appears. You can change any of these items
and press Apply to confirm your settings.

i Systemn Information t | — TFTP
%System Management ¥ | TFTP: (&) Enable @ Disable
&° System Natwark ol P [C] WAN / LAN1 (172.16.64.189)
R WA LA [ LAN2 (192.168.2.254)
<) ANz
B, sarmba | CIFS kot
¥ arp Share Folder: &
'_\:iNFS The folder [] is not found among the list.
S TP Folder Permission:  [] Read
FAHTTP / Web Disk [ wirite 1 overwrica
& upnp
£ Bonjour

= High-Availability

A description of each item follows:
FTP
Item Description
TFTP Enable TFTP Service on the Thecus IP storage.
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1P Checked WAN/LAN1 or LAN2 to enable port use

Port Specifies the port number of an incoming connection on a
non-standard port.

Share Folder Select the file stored folder, it can not be empty.

Folder Permission Select the folder permission

Storage Management

The Storage menu displays the status of storage devices installed in the Thecus IP
storage, and includes storage configuration options such as RAID and disk settings,
folder configuration, iSCSI and ISO Mount.

Disks Information

From the Storage menu, choose the Disks item and the Disks Information
screen appears. From here, you can see various items about installed SATA/SAS
hard disks. Blank lines indicate that hard disk is not currently installed in that
particular disk slot.

NOTE e The screen shot below just example from Thecus IP Storage. The disk
slots can from 12 to 16 depend on the model of Thecus IP storage.

<«
Menu a

| ] System Information £ Disks Information
XSVStem Management - Disk No. | Capacity (MB) Model Firmware Status Bad Block Scan
i@smem ETWOTe il 476,940 §T3500418AS ccaz %4 Detected P Click to start
EH oo - 2 N/A N/A N/A /A N/A
3 152,628 5T9160827A5 A % Detected b Cick to start
T E;D 4 N/A N/A N/A N/A NJA
{;’;lSCSI = /A /A N/A /A N/A
§d share Folder 6 /A /A HfA /A NjA
£ stackable 7 N/A N/A N/A N/A NjA
=3 150 Mount ] N/A N/A N/A /A MjA
9 N/A N/A /A /A NfA
10 N/A N/A N/A N/A NjA
11 N/A N/A N/A N/A N/A
12 N/A N/A N/A N/A NjA
aa User and Group Authentication
riAuph(atlun Server =
#Modu\a management
! ! [ |
EEackup ¥ < i ]
Disks Information
Item Description
Disk No. Indicates disk location.
Capacity Shows the SATA hard disk capacity.
Model Displays the SATA hard disk model name.
Firmware Shows the SATA hard disk firmware version.
Status Indicates the status of the disk. Can read OK, Warning, or
Failed.
Bad Block scan Yes to start scan Bad Block.

When the Status shows Warning, it usually means there are bad sectors on the
hard disk. It is shown only as a precaution and you should consider changing the
drives.
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S.M.A.R.T. Information

On the Disks Information screen, the status of each disk will be displayed in the
Status column. Clicking on an OK or Warning link will display the S.M.A.R.T
Information window for that particular disk.

You may also perform disk SMART test, simply to click “Test” to start with. The
result is only for reference and system will not take any action from its result.

SMART INFO H3
Info
Tray Mumber: 3
ladal: WOC WD2002FYP5-0
awer On Hours: 225 Hours
Temperature Celsius: 35

Reallocated Sector Count: 0

Current Pending Sector: 0

Test

Test Type: @ short lorg
Test Result: Click to start
Tast Timea: -

S.M.A.R.T. Information

Item Description
Tray Number Tray the hard disk is installed in.
Model Model name of the installed hard disk.
Power ON Hours Count of hours in power-on state. The raw value of this attribute

shows total count of hours (or minutes, or seconds, depending on
manufacturer) in power-on state.

Temperature Celsius The current temperature of the hard disk in degrees Celsius
Reallocated Sector Count of reallocated sectors. When the hard drive finds a

Count read/write/verification error, it marks this sector as "reallocated"
and transfers data to a special reserved area (spare area).

This process is also known as remapping and "reallocated" sectors
are called remaps. This is why, on a modern hard disks, you can
not see "bad blocks" while testing the surface - all bad blocks are
hidden in reallocated sectors. However, the more sectors that are
reallocated, the more a decrease (up to 10% or more) can be
noticed in disk read/write speeds.

Current Pending Sector | Current count of unstable sectors (waiting for remapping). The
raw value of this attribute indicates the total number of sectors
waiting for remapping. Later, when some of these sectors are read
successfully, the value is decreased. If errors still occur when
reading sectors, the hard drive will try to restore the data, transfer
it to the reserved disk area (spare area), and mark this sector as
remapped. If this attribute value remains at zero, it indicates that
the quality of the corresponding surface area is low.

Test Type Set short or long time to test.

Test Result Result of the test.
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Test Time | Total time of the test.

If the Reallocated Sector Count > 32 or Current Pending Sector of a hard disk

drive > 0, the status of the disk will show “Warning”. This warning is only used

to alert the system administrator that there are bad sectors on the disk, and
they should replace those disks as soon as possible.

Bad Block Scan

On the Disks Information screen, you may also perform disk bad block scan,
simply to click “Click to start” to start with. The result is only for reference and
system will not take any action from its result.

Disks Information =

Disk Mo. = Capacity (MB) Model Firmware Status Bad Block Scan

il 476,940 ST3500418A5 CC37 4 Detacted F  Click to start

2 /A N/A /A N/ A /A

3 152,628 5T9160827A5 A g8 Detected P Click to start

4 M A /A /A /A /A =
5 Nf B A Ty N & WA

6 /A /A /A N/ A N/A

7 MY A IifA M/A /& IfA

8 YA I /A 1Y & /A

9 N/ A /A /A N/ A /A

10 YA N/ My A N & Iy 4
11 YA M/A Wy s /A

12 MA fA /A /A A

Total Capacity: 629568 (MB)

The testing result will be stay till system reboot with “Yet to start” displayed as
default.

RAID Information

From the Storage menu, choose the RAID item and the RAID Information screen
appears.

This screen lists the RAID volumes currently residing on the Thecus IP storage. From
this screen, you can get information about the status of your RAID volumes, as well
as the capacities allocated for data.

(£ =8 ]

i Systemn Information ; iAo
;
Systern Management &) Create £ Edic <428 Gobal Hot: Spare

B Svstem Network : Masted | RAID Disks Totd | Data

._;._:.! _| RAID L] Level Fie Syst Status Lised Capacity | Czpacity

S S | ® * RaD 2 s Heathy 5 463,268 2.5 GR / 463 GB
o Ditks
il shara Folder

™ e
TV stackzbie
% 150 Mount

ma LzEr 2nd Group Authentication

|8 Bppication Server

2 Module managemert

EBac‘cup

I‘—_—l m H H THECLS M1&000

RAID Information

Item Description
Master RAID The RAID volume currently designated as the Master RAID
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volume.

1D ID of the current RAID volume.
NOTE: All RAID IDs must be unique.

RAID Level Shows the current RAID configuration.

File System Indicate file system type has been created

Status Indicates status of the RAID. Can read either Healthy,
Degraded, or Damaged.

Disks Used Hard disks used to form the current RAID volume.

Total Capacity

Total capacity of the current RAID.

Data Capacity

Indicates the used capacity and total capacity used by user data.

Create a RAID

On the RAID Information screen, press the create button to go to the CREAT
RAID screen. In addition to RAID disk information and status, this screen lets you
make RAID configuration settings.

Using Create RAID, you can select stripe size, choose which disks are RAID disks or

the Spare Disk. .

RAID Configurations

Item

Description

Disk No.

Number assigned to the installed hard disks.

Capacity (MB)

Capacity of the installed hard disks.

Model

Model number of the installed hard disks.

Status Status of the installed hard disks.
Used If this is checked, current hard disk is a part of a RAID volume.
Spare If this is checked, current hard disk is designated as a spare for a

RAID volume.

Master RAID

Check a box to designate this as the Master RAID volume. See the
NOTE below for more information.

Stripe Size

This sets the stripe size to maximize performance of sequential
files in a storage volume. Keep the 64K setting unless you require
a special file storage layout in the storage volume. A larger stripe
size is better for large files.

Data Percentage

The percentage of the RAID volume that will be used to store data.

Create

Press this button to configure a file system and create the RAID
storage volume.

To create a RAID volume, follow the steps below:

1. On the RAID Information screen, clicks create.

2. On the RAID Configuration screen, set the RAID storage space as JBOD,
RAID O, RAID 1, RAID 5, RAID 6, RAID 10, RAID 50 or RAID 60 — see
Appendix B: RAID Basics for a detailed description of each.

N12000/N16000 has multi RAID volume supported. Each
system allowed 5 RAID volumes been created.

3. Specify a RAID ID.

4, 1If this RAID volume is meant to be the Master RAID volume, tick the Master

RAID checkbox.
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In a multiple RAID configuration, one RAID volume must be designated as the\
Master RAID volume. The Master RAID volume will store all installed modules. If

the Master RAID is changed to another location (i.e. assigning volume 2 to be
the Master RAID volume after volume 1 had been previously assigned), then all
modules must be reinstalled. In addition, all system folders that were contained
on the Master RAID volume will be invisible. Reassigning this volume to be the

Master RAID will make these folders visible again. j

5. Selected whether the RAID volume will be encrypted or not.
The RAID volume can protect data by using RAID Volume Encryption
function to prevent the risk of data exposure. To activate this function, the
Encryption option needs to be enabled while the RAID is created and
followed by password input for identification. Also, an external writable USB
disk plugged into any USB port on the system is required to save the
password you have entered while the RAID volume is being created. See the
screenshot below for details.

RAID Information

— Craata RAID

Disk Ma. Capacity (MB) Maodel Status Usad Spare

1 1,907,729 WOC WwD2002... OK O E =

2 1,007,729 WDC WD2002... QK O O

3 1,907,729 arning O |

4 1,907,729 002... OK O O

5 1,907,729 e QK O 0

6 1,907,729 2. 0K ) ] i
RAID Liavel: JBOD RAID O RallD 1 PAID & RAID 10
RAID 1D: | ( Alow 0~8, 32, A~Z ) [] Master RAID - Take effect after chacked box

Password: { Allow 1~16 characters ) Confirm Password:

QuiET [F] { Enable this settng to enhance RAID creation time I there is no partition existed inside of hard sk
Stripe Sze(KB): |55
Data Percentage: Al
Fila Sysram: b

(o]

Once the Create button has been pressed with the Encryption checkbox
enabled, the following message pop-up will appear for confirmation.
RAID Configuratisn x

To encrypt BAID volume will cause performance down, and voo need to beve writsble USE disk insery to USB port
to stors encrypted password.

Stronghy recommend to beclup your encrypied password to somewhers alsa sefely, or the password loss will cause
dete uerezchebla,

After the RAID volume has been created, you may remove this USB disk until
the next time the system boots. The RAID volume can not be mounted if the
USB disk with key can not be found in any system USB port when the volume
is accessed. To activate the encrypted volume, plug the USB disk containing
the encryption key and into any system USB port.

We are strongly recommended copying the RAID volume encryption key to a
safe place. You can find the encryption key file from the USB disk in the
following format:

(RAID volume created date) xxxxxx.key
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Please keep USB disk in a safe place and also backup the encrypted key.
There is no way to rescue data back if the key
is lost.

With RAID volume encryption enabled, the system performance will goes

down.

RAID volumes with encryption enabled will be displayed with a key lock symbol
next to volume ID name.

RALD Information
i Cresbe | ZHEE | 2h Soballck Spore

Mastet o RAID Degks Tead Dtz

RAID: Pl Syst Status Lised Capacity | Capadty
= - Rao & 1 il Haalthy g 4632 G 461 GB

6. Specify a stripe size — 64K is the default setting.

7. Selected the file system you like to have for this RAID volume. The selection
is available from ext3, XFS and ext4.

Single volume size supported:

ext3 > 8TB
XFS > 48TB
ext4 > 16TB
RALD Irformnation
—Create RAID
Dk Mo Capadty (MB)  Modddl Status Uk Spare
1 it s i -
2 s s T
3 HjA A hjis.
] T e FIa,
5 Hj& HE 17
& 76,990 STIS0041885  OF =
7 i s T
a i MIiA FIA,
a (R (1A ({15
11 Hja HiA Mk
i1 [ [T i, v
RAD Lavel: |00 F  BAT £ F
RAID 10: B | dow0-g, sor a2 ] Master RAID - Take mifect after checked box
Encryptian: 7l Passwordk | [iow 115 characters ) o Paswoed;
Siripe: Sine(KB]: 04 e
e Systan: b Ll
EXT3
pi
KD

8. Press Create to build the RAID storage volume.
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RAID Information

L Ediz e Globial Mot Spare
Mastel RAID e Disks Totd | Dta
ram 0 Leval Pl Sidlis Us=d Canacty | Canacty
& ] Mia  Buiding RAID 6 163.2 GB M/A G2
RAID Status . Budcing RAID ..
| RAID Configuration %

‘3/

Al current active services will be stopped when RAID is being created. Are you sure to create RAID now?

- : S
| RATD Configuration #
i FATD Setting Successfully!

All enrrent active services will be stopped when FATD is being created

Building a RAID volume may take time, depending on the size of hard drives
and RAID mode. In general, while the RAID volume building process is up to
“RAID Building” then the data volume is capable to be accessed.

J

Creating RAID destroys all data in the current RAID volume. The data is
unrecoverable.

RAID Level

You can set the storage volume as JBOD, RAID 0, RAID 1, RAID 5, RAID 6,
RAID 10, RAID 50 or RAID 60. RAID configuration is usually required only when
you first set up the device. A brief description of each RAID setting follows:

RAID Levels
Level

Description

JBOD

The storage volume is a single HDD with no RAID support. JBOD
requires a minimum of 1 disk.

RAID 0

Provides data striping but no redundancy. Improves performance
but not data safety. RAID 0 requires a minimum of 2 disks.

RAID 1

Offers disk mirroring. Provides twice the read rate of single disks,
but same write rate. RAID 1 requires a minimum of 2 disks.

RAID 5

Data striping and stripe error correction information provided.
RAID 5 requires a minimum of 3 disks. RAID 5 can sustain one
failed disk.

RAID 6

Two independent parity computations must be used in order to
provide protection against double disk failure. Two different
algorithms are employed to achieve this purpose. RAID 6 requires
a minimum of 4 disks. RAID 6 can sustain two failed disks.

RAID 10

RAID 10 has high reliability and high performance. RAID 10 is
implemented as a striped array whose segments are RAID 1
arrays. It has the fault tolerance of RAID 1 and the performance of
RAID 0. RAID 10 requires 4 disks. RAID 10 can sustain two failed
disks.

RAID 50

RAID 50 combines the straight block-level striping of RAID 0 with
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the distributed parity of RAID 5. This is a RAID 0 array striped
across RAID 5 elements. It requires at least 6 drives.

RAID 60 RAID 60 combines the straight block-level striping of RAID 0 with
the distributed double parity of RAID 6. That is, a RAID 0 array
striped across RAID 6 elements. It requires at least 8 disks.

If the administrator improperly removes a hard disk that should not be
removed when RAID status is degraded, all data will be lost.
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Edit RAID

On the RAID Information screen, press the Edit button to go to the RAID
Information screen.
Using Edit RAID, you can select RAID ID and the Spare Disk. .

RAID Informathon

&3 Create {53 Edi; 43 Glohal Hot Spare
Mata R&ID A S Dickes Taital Data
rap | Level File Syst Skatus ised Capadty - Capaciby
= * RAID 1 it Heaty i 463.2 GR 0.2 GB f 456 GB
RAR Information | Capard
- Edit
Dok M Capadity (ME) Mogel Stane Lk Spare
1 Hié ] s £
z oA b &
3 (5 [EIES Hra
4 A [T MR
5 fa b [ITFS
-] 47,040 STI0041805  Ow
T A 1 M
g Kfa K Hrs
9 MA [E178 MfA
hli} b tfa Mfa
11 ke Fa Hrs i
RAID Level: &
RAID 10 [mar Ao 05, dnt, e ) 7] Master RAK - Tabe efiect Ste checked box
Ercrypiion: Passwind: { Abow 186 Charachers | Condem Passaorrt
Cxnpe SneEB): e
File Systarn; b
(o)

N

All current active services will be stopped when operation is in progress. Are vou sure to update setting now?

‘ RATD Confignration

2

x |

——

| RATD Configuration ﬂ b4

i

RAID Infomation update Successfully!

Remove RAID

Click to remove the RAID volume. All user data and iSCSI has been created in
selected RAID volume will be removed.
To remove a RAID volume, follow the steps below:
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1. On the RAID List screen, select the RAID volume by clicking on its radio
button, and click RAID Information to open the RAID Configuration
screen.

2. On the RAID Configuration screen, click Remove RAID.

3. The confirmation screen appear, you will have to input “Yes” with exactly
wording case to complete "Remove RAID” operation

RAR Information | Capard

- Edit

Dok M Capacity (ME)  Mock! Stane Lk Spare

1 Ha ] Kfa 2.

z [ [ U]

2 ] e hia

4 K& (B [

k= [ Fafa [T

-] 47,040 STI0041805  Ow

T A P A

g L] e W&

a A [ )

m (] (] [TEY

11 (] -] Mfa e
RAID Level: oy
RAD 10 [marn | Ak OB, avt, AnZ ) 7] Misiter BRI - Taka effect sfter chithad bax
Ercraption: Passwond: { b 1~06 charachers | Confrm Passsnorrt
Cxnpe SneEB): w
Fils Systen! .

Agpkr Rarrayvs BRID

Remove RAID destroys all data in the current RAID volume. The data is
unrecoverable.

Global Hot Spare

With up to 5 RAID volume can be created per system. The global hot spare support
can eliminate the redundant of disk usage in each RAID volume. Simply select unset
disk from global hot spare disk list then apply to activate.

Global Hot Spare b
Cisk Mo, Capacity (ME) Mo Status Ghobal Hot Spare
7 952,870 SAMELING HIMOZ OF ]
=] 953,870 SAMELNG HDV0Z OF O
hpply
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Expanding a RAID
To expand a RAID 1, RAID 5, RAID 6, or RAID 10 volume, follow the steps below:

1.

Replace one of the hard drives in the RAID volume and allow it to
automatically rebuild.

Once rebuilt, you can continue to replace any remaining disks in the RAID
array.

When you are done replacing hard drives, log on to Web Management.
Navigate to Storage> RAID to open the RAID Configuration screen.

On the RAID Information screen, and click Edit to open the RAID
Configuration screen.

On the RAID Configuration screen, click Expand.

RATD Confisuration ®

RAID Informatior] || Expand || [Mizrate RAD

Unused: 8639 GB {60 %)

Fapiend Gttt | $6350CB

Aggply

Migrating a RAID

Once a RAID volume has been created, you may want to move it to other physical
drives or change the RAID array all together. To migrate a RAID 1, RAID 5 or RAID
6 volume, follow the steps below:

1.

2.

From the RAID Configuration screen, click Migrate RAID.

A list of possible RAID migration configurations will be listed. Select the
desired migration scheme and click Apply.

The system will begin migrating the RAID volume.
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—Migrate RAID MODE

sk Mo, Capacity (MB}  Moded Status ke Avalante Cisk
i A HfA 215 ol
2 SER.E70 SAMEUNG HO0E QK
3 953,870 SAMELING HD10Z OF
4 1Y ) [
5 P 1S s
& 476,340 ST3ISO0HIZAS 0K
7 952,670 SAMIING HD10: Ok =
g 253,870 SAMEUNG HOL0Z OF El
a IS [TES MiA
10 5158 MiA MiA
i1 i 1) A 2l
CJRAID 1-> RAIDG
HAlLLovek RAID 5==:RAS
O RADS > BARDT
D RAID 1 -» RAID 5 FAID & - RAID
[otauie.)
RAID Configuration [
9, Warning! RATD migration may take several hours to complete depending on the RATD capacity.
\.") Are you sure?
| ———
RAID Configuration x|
To avoid disaster chinhstcamedhypmﬁilme,aﬁﬂchhbmkup' iz strongly recommandad. Please typein [ Yes ]
below to proceed.
[¥ed |
[ ok ][ cameat |
RAID Configuration V %/
i' RAID Setting Succassfully!
You are in on_line Migration NOW!!
NOTE Migrating a RAID volume could take several hours to complete }

With RAID level migration function, the limitation as listed below.

During RAID level migration, it is not allowed reboot or shutdown system.
The RAID migration from R1 to R5 or R1 to R6, the all services will restart
and volumes “iSCSI” is read only but “user data” is capable read / write
during operation.

N~

The migration scheme below is based on Thecus
Thecus IP Storage series products in maximum
possible combination. The other model which has
less HDD supported can refer web UI while RAID
migration operated.

NOTE
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Below is a table listing of possible RAID migration schemes:

To
From

RAID 0

RAID 5

RAID 6

RAID
1

[RAID 1] HDDx2 to [RAID 5] HDDx3
[RAID 1] HDDx2 to [RAID 5] HDDx4
[RAID 1] HDDx2 to [RAID 5] HDDx5
[RAID 1] HDDx2 to [RAID 5] HDDx6
[RAID 1] HDDx2 to [RAID 5] HDDx7
[RAID 1] HDDx2 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 1] HDDx3 to [RAID 5] HDDx4
[RAID 1] HDDx3 to [RAID 5] HDDx5
[RAID 1] HDDx3 to [RAID 5] HDDx6
[RAID 1] HDDx3 to [RAID 5] HDDx7
[RAID 1] HDDx3 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 1] HDDx4 to [RAID 5] HDDx5
[RAID 1] HDDx4 to [RAID 5] HDDx6
[RAID 1] HDDx4 to [RAID 5] HDDx7
[RAID 1] HDDx4 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 1] HDDx5 to [RAID 5] HDDx6
[RAID 1] HDDx5 to [RAID 5] HDDx7
[RAID 1] HDDx5 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 1] HDDx to [RAID 5] HDDx7
[RAID 1] HDDx6 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 1] HDDx7 to [RAID 5] HDDx8
...................................... HDDx16

[RAID 1] HDDx2 to [RAID 6] HDDx4
[RAID 1] HDDx2 to [RAID 6] HDDx5
[RAID 1] HDDx2 to [RAID 6] HDDx6
[RAID 1] HDDx2 to [RAID 6] HDDx7
[RAID 1] HDDx2 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 1] HDDx3 to [RAID 6] HDDx4
[RAID 1] HDDx3 to [RAID 6] HDDx5
[RAID 1] HDDx3 to [RAID 6] HDDx6
[RAID 1] HDDx3 to [RAID 6] HDDx7
[RAID 1] HDDx3 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 1] HDDx4 to [RAID 6] HDDx5
[RAID 1] HDDx4 to [RAID 6] HDDx6
[RAID 1] HDDx4 to [RAID 6] HDDx7
[RAID 1] HDDx4 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 1] HDDx5 to [RAID 6] HDDx6
[RAID 1] HDDx5 to [RAID 6] HDDx7
[RAID 1] HDDx5 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 1] HDDx to [RAID 6] HDDx7
[RAID 1] HDDx6 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 1] HDDx7 to [RAID 6] HDDx8
...................................... HDDx16

RAID

[RAID 5] HDDx3 to [RAID 5] HDDx4
[RAID 5] HDDx3 to [RAID 5] HDDx5
[RAID 5] HDDx3 to [RAID 5] HDDx6
[RAID 5] HDDx3 to [RAID 5] HDDx7
[RAID 5] HDDx3 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 5] HDDx4 to [RAID 5] HDDx5
[RAID 5] HDDx4 to [RAID 5] HDDx6
[RAID 5] HDDx4 to [RAID 5] HDDx7
[RAID 5] HDDx4 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 5] HDDX5 to [RAID 5] HDDx6
[RAID 5] HDDx5 to [RAID 5] HDDx7
[RAID 5] HDDX5 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 5] HDDx to [RAID 5] HDDx7
[RAID 5] HDDx6 to [RAID 5] HDDx8
...................................... HDDx16
[RAID 6] HDDx7 to [RAID 6] HDDx8
...................................... HDDx16
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RAID

[ONLINE]

[RAID 6] HDDx4 to [RAID 6] HDDx5
[RAID 6] HDDx4 to [RAID 6] HDDx6
[RAID 6] HDDx4 to [RAID 6] HDDx7
[RAID 6] HDDx4 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 6] HDDX5 to [RAID 6] HDDx6
[RAID 6] HDDX5 to [RAID 6] HDDx7
[RAID 6] HDDX5 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 6] HDDx to [RAID 6] HDDx7
[RAID 6] HDDx6 to [RAID 6] HDDx8
...................................... HDDx16
[RAID 6] HDDx7 to [RAID 6] HDDx8
...................................... HDDx16
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iSCSI

You may specify the space allocated for iSCSI. The iSCSI target can be created total
25 volumes per system of N12000/N16000.

Menu € My favorite
| System Information * iSCSI
x System Management * RAID [»
@i Systern Network J Bt ation
= RAID2
= Storage = Master RAID Disks Total Data 2
- e RAID D Level sty Used Capacity Capacity Fie Brstem
:‘-': RAD x RAID 3 Healthy E 463.2 100 GB / 463 GB xfs
GBisCsI
jid share Folder ISCSI Support
-
- Stackable iSCST: @ Enable (O Disable
% IS0 Mount
iSCSI Target
iSCSI Target LUN ACL
1SCSI
@ add | 3Modify | [hAdvanced | (@) Delete
Name Status
1234 Enabled

iSCSI Target

To add iSCSI target volume, click iISCSI with associated RAID volume from its drop
down list to select desired RAID volume.

iSCSI Target

Item Description
Add Click to allocate space to iSCSI target from associated RAID
volume.
Modify Click this to modify the iSCSI Target.
Advanced There are 3 options (iSCSI CRC/Checksum, Max

Connections, Error Recovery Level) is currently allow Admin
to Enable/Disable to operate Thecus IP storage associated
with iSCSI setting.

Delete Click this to delete the iSCSI Target.
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Allocating Space for iSCSI Volume

Menu .| My favorite

T . RAID Inf: tiol

_i System Information ? deiat

. Master RAID Disks Total Data 4

x System Management RAID by e Status Used iy Capacity File System

@ System Metwork Y * HA il Healthy 1,24 460.4 1.2 GB [ 453.3 GB extd

Eg Storage =
= iSCSI Support
o Disks
£5RaD iSCSE: @ Enable ) Disable

il share Folder
7 stackable ___ISCST Targat

<% 150 Mount .
I5CSI Target LUN ACL

——iSESE
@ Add | Z3Modify | L3Advanced | @ Delete

Name Status
aa User and Group Authentication ¥ 1234 Enabled
[7% Appication Server *
@° Module management ¥
LUN
E Backup ¥ . = —

To allocate space for an iSCSI target on the current RAID volume, follow the steps
below:

1. Under the iSCSI Target List, sclect iSCSI Target then click Add.
The Create iSCSI Volume screen appears.

— Create iSCSI Volume

iSCSI Target Volurne: @ Enable © Disable

Target Name: Limit:{0~9, a~z)
iqn_Year: 2010 |

ign_Month: 12 |

Authentication: © None ©) CHAP

Limit:(0~9, a~z, A~Z)
Limitz{0~9, a~z, A~Z Jength between 12~16)

[ mutual cHaP
Lirmitz (09, 3~z, AnZ)
LLimit:(0~9, a~z, A~Z length between 12~16)
r— Create LUN
RAID ID: RAID
LUN Allocation: (2 Thin-Provision @ Instant Allocation
LUN Mame: Lirmit:{0~9, a~z)
Unused: 363 GB
Allocation: = ! GB
LUN ID: 0 2
iSCS1 Block size: [ 512 Bytes(For older version) |
— Description

The iSCSI block size can be set under system advance option, default is 512 Bytes.
Please use [ 4K ] block size while more than 2TB capacity will be configured in Windows XP.
Please use [ 512 Bytes ] block size for application like VMware etc.

Create iSCSI Volume

Item Description
iSCSI Target Volume | Enable or Disable the iSCSI Target Volume.
Target Name Name of the iSCSI Target. This name will be used by the
Stackable NAS function to identify this export share.
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wnN

Nouh

10.

11

12.

13.

ign_Year Select the current year from the dropdown.

Ign_Month Select the current month from the dropdown.

Authentication You may choose CHAP authentication or choose None.

Username Enter a username.

Password Enter a password.

Password Confirm Reenter the chosen password

Mutual CHAP With this level of security, the target and the initiator
authenticate each other.

Username Enter a username.

Password Enter a password.

Password Confirm

Reenter the chosen password

RAID ID

ID of current RAID volume.

LUN Allocation

Two modes can be choose from:

Thin-provision : iSCSI thin-provisioning is sharing the
available physical capacity to multiple iSCSI target
volumes creation. And allowed virtual capacity be
assigned in prior then added physical space while it
has run out.

Instant Allocation : Allocate available physical
capacity to iSCSI target volumes.

LUN Name Name of the LUN.

Unused Unused space on current RAID volume.

Allocation Percentage and amount of space allocated to iSCSI volume.
LUN ID Specific Logic unit ID number.

iSCSI Block size

The iSCSI block size can be set under system advance
option, default is 512 Bytes.

[ 4K ] block size while more than 2TB capacity will be
configured in Windows XP.

[ 512 Bytes ] block size for application like VMware etc.

NOTE

N
Be sure the iSCSI target volume has been enabled
or it will not list out while using Initiator to get
associated iSCSI target volumes.

J

NOTE

5
The iSCSI target volume creation will associate at
least one LUN together. It can be assigned either
“Thin-Provisioning” or “Instant Allocation”.

Enable the iSCSI Target Volume by selecting Enable.

Enter a Target Name. This will be used by the Stackable NAS function to
identify this export share.

Choose the current year from the Year dropdown.

Choose the current month from the Month dropdown.

Choose to enable CHAP authentication or choose None.

If you've enabled CHAP authentication, enter a username and a password.
Confirm your chosen password be reentering it in the Password Confirm

box.

Choose Thin-Provision or Instant Allocation

Enter a LUN Name.

Designate the percentage to be allocated from the Allocation drag bar.

.When iSCSI target volume has been created, the LUN ID is configurable from

0 to 254 with a default of the next available humber in ascending numerical
order. The LUN ID is unique and can not be duplicated.

Choose [ 4K ] block size to have iSCSI target volume over 2TB barrier or [ 512
Bytes ] block size in some application needed.

Click OK to create the iSCSI volume.
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Modify iSCSI Volume
To modify iSCSI target on the current RAID volume, follow the steps below:

1. Under the iSCSI Target List, click Modify.
The Modify iSCSI Volume screen appears.

Menu ) My favorite

T . RAID Inf: Tt
_i System Information ? | deiat
. Master RAID Disks Total Data 4
x System Management RAID by e Status Used iy Capacity File System
ﬁi‘] System Metwork Y * HA il Healthy 1,24 460.4 1.2 GB [ 453.2 GB ext4
E} Storage =
iSCSI Support
o/ Disks
E5RAD ISCSI: @ Enable ) Disable
il share Folder
7 stadkable iSCSI Target
% 150 Maunt
iSCSI Target | LUN ACL
iSCSI
@ Add| L3Modify | JAdvanced | (@ Delete
Hame Status
aa User and Group Authentication ' | 1234 Enabled
] Application Server ¥ |
@Module management ¥ |
LUN
B Backup r | « i ’
ISCSI *
— Modify iSCSI Volume
iSCSI Target Volume: @ Enable ) Disable
Target Mame: Limit: (0~9, 3~z)
ign_*ear:
ign_Month: 1
Authentication: @ None O CHAP

LLimit: (0~9, a~z, A~Z)
Linnit:{0~9, a~z, A~Z length between 12~16)

O] Mutual CHAP
LLimit:(0~9, a~z, AnZ)
Linnit:(0~9, a~z, A~Z length between 12~16)

iqn: iqn.2010-12. com.thecus.n12000:iscsl.1234.raid1

Initiator Information:

0K
2. Modify your setting. Press ok to change.

Expand Volume

The iSCSI volume is now able to expand its capacity from unused space (Instant
Allocation mode only). From the volume list, simply select the iSCSI volume you like
to expand and click the Expand button:
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| i5CSITarget | LUNACL |

ISC51
& Add -&Modify -._Ef}.ﬁ.dvanced &) Delete
MName Status
1234 Disabled !
3678 Disabled
LUN
@ add | L3Modify | | 3Expand | @ Delets
Name Capacity(GB)
S 1234 i

You will then see the dialog box displayed below. Drag the Expand Capacity bar to
the size you want. Then press Expand to confirm the operation.

ISCSI »
Expand iSCSI LUN
Name: 1234
Unused: 462 GB
Expand Capacity: 1 GB

The iSCSI expand is only capable while iSCSI )
target volume is crested by “Instant Allocation”.
Created by “Thin Provisioning” has virtual space
assigned in initial stage, so it has no expand
capability.

J

Delete Volume
To delete volume on the current RAID volume, follow the steps below:

1. Under the Volume Allocation List, click Delete.
The Space Allocation screen appears.

| 5CSITarget || LUNACL |

iSCSI

&) Add | FModify | [ 3Advanced | |@)Delets

Name Status

T oL

5678 Disabled

LUN

D Add | fFModify |  3Expand | @) Delet=

Namea Capacity(GB)
123 1
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3

All data in the volume will be removed as well. Are you sure ?

R T

2. Press YES. All data in the volume will be removed.

iSCSI Thin-Provisioning

To select iSCSI Thin-Provision to create iSCSI target volume, it could maximum
physical iSCSI target volume capacity usage and allowed virtually assign space to
have more disks added while it needed.

To setup iSCSI thin-provisioning, simply select “Thin-Provisioning” mode from
“Create LUN” setting screen.

(i1 § *
—Create LLN
20 eB e
LUN Alocation: @ Thin-Provision | 7) Irstanit liocation
LU Marre: Limit: {05, a~z)
Lirniged 6468
Alocation: 1 GB
LLIM 10 1 b
ISCS] Block sk 513 Bytos(For okdervorsim) |
— Descrip tion
Thie 2051 block e can be st under systern advance option, defadt B 512 Bytes,
Plaasa wse [ 4% ] block size while more than 2TB capacity wil be configured in Windows XP,
Pleae wse [ 512 Bytes | block sie for applcation fke Wiwane etc.
QE

Next, allocate capacity for iSCSI thin-provision volume by dragging the Allocation
bar to the desired size.

After the size has been determined, click OK to confirm. Now you will see the iSCSI
thin-provisioning volume is available from the list. Please refer to the screenshot
below.

i5C51 Target LUN ACL

iSCSI
(o) Add -;}Modif'y -;;l.ﬁdvanced & Delete

Mame Status

1234 Disabled
5678 Disabled
LUN

D Add | LaModify | L3Expand | @ Delst

MName Capacity(GB)
1234 1
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Unlike creating “Instant Allocation” iSCSI target volumes which capacity has been
physically allocated! With the iSCSI target volume creation under thin-provisioning
can virtually be up to 16384GB (16TB).

LUN ACL

After iSCSI target has been created, one more step away to complete iSCSI volume
can be used. Under “"LUN ACL", it needs to add “Initiator ign” and setup ACL access
privilege to determine the accessibility. Please refer the screen shot below for where
“Initiator ign” can be getting it from.

iZCEI Initiator PIFF [§|
| Genesal | Diseovery | Targets || Persishent Tavgets | Boand Volumeahevices |

Q‘ Thez i35035 protocol uses the following infomnation to uniquels
identify thiz inliator and suthenlicale bargets,

Iriliatar Mode Name: iqr. 1991 05, com. rricioz aft andy-ibm

Ta rename the mitiator node, dick Changs. LChange

To sutherticals taigels usang CHAP. clek Secret to

specify a CHAP secret.
To configuie IPSec Tunnel Mode addesses, click

el

(@ [T}

From the LUN ACL setting screen click “*Add":

ISCST Target

&5 Target | LUNADL

&3 Add || ZF Medify | S Delete

Iritiator T
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Next, input “Initiator ign” and setup iSCSI target volume access privilege from
available list then apply with OK button.

L ACL ¥
Iitater 1ON: [0 1991, 05 com maroscthandy-oe]
LU ACL
IS5 Target LLIY Name Read/Write  Read Only Dery
abe abci ) O O]
daf e o o ®
The accessible Initiator will listed as screen shot displayed below.
ISCSI Support
isesk: ©Ensble @ Disable Arpiy
ISCST Target

G5OS] Target | LUM ACL |

G add | 5 Medify | i) Delete
Iritiator [H
Ign. 1291-05, com.rmicrosoft: andy-iom

The listed “Initiator ign” can be modified or deleted by selecte desired ign and apply
by associated button.

65



Advance Option

There are 3 options is currently allow Admin to Enable/Disable to operate Thecus IP
storage associated with iSCSI setting. The details as listed in following screenshot.

With the option changed, it will need to reboot system to activate.

Menu € My favorite

RAID Inf: Tt
i System Information ¥ | IR an

Master RAID Disks Total Data 2
: tat 2
%System Management RAID by e Status Used iy Capacity File System
.Qi System Network ¥ * HA Jn Healthy 1,24 460.4 1.2 GB [ 453.3 GB extd
=
== Storage
iSCSI Support
./ Disks
£ RADD iSCSE: @ Enable ) Disable
[ Share Folder
“)i stackable ISCSI Target
150 Mount
iSCSI Target || LUN ACL
iSCSI
(D Add | ZaMdhify | o3 Advanced elDelete
Name Status
1234 Enabled

aa User and Group Authentication

& Application Server

-@9 Module management

E Backup

LUN

iSCSI CRC/Checksum

To enable this option, the initiator can connect with “Data digest” and “Header
digest” enabled.

| ISCSI
Advance Option
iSCSI CRC/Checksum: [¥] Data Digest [] Header Digest
Max Connections: |S |v
Error Recovery Level: D v

Max Connections
The maximum number of connections iSCSI.

Error Recovery Level
The Error Recovery Level (ERL) is negotiated during a leading iSCSI connection
login in traditional iISCSI (RFC 3720) and iSER (RFC 5046).

ERL=0: Session Recovery

ERL=0 (Session Recovery) is triggered when failures within a command, within

a connection, and/or within TCP occur. This causes all of the previous

connections from the failed session to be restarted on a new session by sending

a iSCSI Login Request with a zero TSIHRestart all iISCSI connections on any
failure.

ERL=1: Digest Failure Recovery
ERL=1, only applies to traditional iSCSI. For iSCSI/SCTP (which has its own

CRC32C) and both types of iSER (so far), handling header and data checksum

recovery can be disabled.

ERL=2: Connection Recovery

ERL=2, allows for both single and multiple communication path sessions within

a iSCSI Nexus (and hence the SCSI Nexus) to actively perform
realligence/retry on iSCSI ITTs from failed iSCSI connections. ERL=2 allows
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iSCSI fabrics to take advantage of recovery in all regards of transport level
fabric failures, and in a completely OS independent fashion (i.e. below the host

OS storage stack).

Share Folder

From the Storage menu, choose Share Folder, and the Folder screen appears.
This screen allows you to create and configure folders on the Thecus IP storage

volume.

Menu

|1 System Information

XSyEtem Management ¥

@ﬂ System Network . |

- storage ~ |
«/ Disks
:‘_.,RAID

(]

7 stackable
¥ 150 Mount

Adding Folders

My favorite

Folder

Qadd | gacdt | @remove | [Eies | s [ ac

Folder name » RAID ID File System = Public Description

> [CJ_MAS_Picture_ RAID ext3 yes

> [21iTunes_music RAID extd yes

> (ZJUSBCopy RAID extd yes

> (CJUSBHDD RAID ext3 yes Used for exte
(CJeSATAHDD RAD extd yes Used for 654
ZINAS_Public RAID ext3 yes

> (CJ1_NAS_Module_Source_ RAID extd yes

On the Folder screen, press the Add button and the Add Folder screen appears.
This screen allows you to add a folder. After entering the information, press Apply

to create new folder.

Menu

| B System Information

xS\"Etem Management ¥ =1 = | @wrs | B =
'@?System Netwaork RAID D File System = Public Description
= > [ZJ_NAS_Picture_ RAID extd yes
== Storage » £JiTunes_music RAD ext3 yes
o/ Disks -
£ raD » [JUSBCopy RAID extd yes
GBiscs » (CJUSBHDD RAD ext3 yes Used for exte
," Share Folder [CJeSATAHDD RAD extd yes Used for 54
i . Stackable CIMAS_Public RAD extd yes
150 Mount > [CJ_NAS_Module_Source_ RAID extd yes
| add folder X
RADD ID: [rap ]~
Folder name: | ‘
Description: | ‘
Browseable: @ Yes @ No
Public: ) Yes @ Ho
Add Folder
Item Description
RAID ID RAID volume where the new folder will reside.
Folder Name Enter the name of the folder.
Description Provide a description the folder.
Browseable Enable or disable users from browsing the folder contents. If Yes
is selected, then the share folder will be browseable.
Public Admit or deny public access to this folder. If Yes is selected, then
users do not need to have access permission to write to this folder.
When accessing a public folder via FTP, the behavior is similar to
anonymous FTP. Anonymous users can upload/download a file to
the folder, but they cannot delete a file from the folder.
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| Apply | Press Apply to create the folder.

Folder names are limited to 60 characters. Systems running Windows 98 or earlier
may not support file names longer than 15 characters.

Modify Folders

On the Folder screen, press the Edit button and the Modify Folder screen appears.
This screen allows you to change folder information. After entering the information,
press Apply to save your changes.

Modify Folder X

RAID ID: [RaID [
Folder name: | 1111 |
Description: | |

Browseable: @ Yas @ No

Public: @ Yes @ No

Modify Folder

Item Description
RAID ID RAID volume where the folder will reside.
Folder Name Enter the name of the folder.
Description Provide a description the folder.
Browseable Enable or disable users from browsing the folder contents. This
setting will only apply while access via SMB/CIFS and web disk.
Public Admit or deny public access to this folder.

Remove Folders

To remove a folder, press the Remove button from the specified folder row. The
system will confirm folder deletion. Press Yes to delete the folder permanently or
No to go back to the folder list.

e

Folder

) Add .;__,:EditNFs @ snapshot | (2 AcL

Folder name » RAID ID File System  Public Description
[_Jnsvne RAIDT ext3 1o nsync
_Jusbhdd RAIDT ext3 10 usbhdd
[_Jusbcopy RAIDT extd 1o ushcopy
__Inaswebsite RAIDT extd ey naswebsite
__JiTunes music RAIDT ext3d ves iTunss_music
__J BONNY RAIDT ext3 ves

o

<

<—
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Info 1%
\‘:) The setting has been changed: carry on with press “Yes™ for confirmation.
-

All the data stored in the folder will be deleted once the folder is deleted.
The data will not be recoverable.

NFS Share

To allow NFS access to the share folder, enable the NFS Service, and then set up
hosts with access rights by clicking Add.

Config NFS share x
ks || Add

— Mount point: [/raid0/data/1111]
L#Edit | @ Remove

Host Mame Privilege 0S Support 1D Mapping Sync / Async

Config NFS share ¥
| nFs || Add |

— Mount point: [[raidD/dataf1111]

Host Name: |mxxx KK XHK ‘
All host please set '*', other host oocooccocioa, host range oo oatoooo o
Privilege: ©) Read Only
@ Writable
05 Suppart: @ Unix / Linux
O A
ID Mapping: @) Guest system root account will have full access to this share (root:root).

() Guest system root account will be mapped to anonymous user (nobody:nogroup) on MAS.

(1 All User on guest system wil be mapped to anonymous user (nobody:nogroup) on NAS.

Sync / Async: @ Sync
) Async

Item Description
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Hostname Enter the name or IP address of the host

Privilege Host has either read only or writeable access to the folder.

OS Support There are two selections available:

e Unix / Linux System

e AIX (Allow source port > 1024)
Choose the one which best fits your needs.

ID Mapping There are three selections available:
e Guest system root account will have full access to this
share (root:root).
e Guest system root account will be mapped to anonymous
user (nobody:nogroup) on NAS.
e All user on guest system will be mapped to anonymous
user (nobody:nogroup) on NAS.
Choose the one which best fits your needs.

Sync / Async Choose to determine the data “"Sync” at once or “Async” in
arranged batch.
Apply Click to save your changes.

Folder and sub-folders Access Control List (ACL)

On the Folder screen, press the ACL button, and the ACL setting screen appears.
This screen allows you to configure access to the specific folder and sub-folders for
users and groups. Select a user or a group from the left hand column and then
choose Deny, Read Only, or Writable to configure their access level. Press the
Apply button to confirm your settings.

ACL setting X

2 This process maybe need semetimes to sync.
</ Are you want syne sccount?

ACL zetting %

Recursive Deny Read Only Writable ]

Local Groups | v | i Search

= Nams Jame Name
T Name MName HNams

Synchronize Apply
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ACL setting

Item Description
Deny Denies access to users or groups who are displayed in this column.
Read Only Provides Read Only access to users or groups who are displayed in
this column.
Writable Provides Write access to users or groups who are displayed in this
column.
Recursive Enable to inherit the access right for all its sub-folders.

To configure folder access, follow the steps below:

1. On the ACL screen, all network groups and users are listed in the left hand
column. Select a group or user from this list.

2. With the group or user selected, press one of the buttons from the three
access level columns at the top. The group or user then appears in that
column and has that level of access to the folder.

3. Continue selecting groups and users and assigning them access levels using
the column buttons.

4. To remove a group or user from an access level column, press the Remove

“_ button in that column.

5. When you are finished, press Apply to confirm your ACL settings.

NOTE If one user has belonged to more than one group but different privilege than
the priority Deny > Read Only > Writable

To setup sub-folders ACL, click on ™ "” symbol to extract sub folders list as screen
shot shows below. You may carry on with same steps as share level ACL setting.

Falder
i e = = - i -
Dan | SEd | DRemev: | 9 [ [Elact
Frider name » RaD I File Systam = Publc Deacription
[+ [Chmsvme aaaa axtl ne nayne
» [Justhdd EEEE] =xl3 vE ustshdd
[ [Cuskcopy aaaa extd no usboopy
[ [ aaswebsits aaaa ext3 fia naswebsita
I [N iTunes_musee aaan extd yES TENES_musit
[ o [ aaaa extd YEE
R L LELE] exi3 na
I [JECR na
[+ [ 21 Banch fa

NOTE The ACL can be set for share and sub-folders level, not for files. ]
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The ACL screen also allows you to search for a particular user. To do this, follow the

steps below:

1. In the blank, enter the name of the user you would like to find.

2. From the drop down select the group you would like to search for the user in

3. Click Search.

Local Groups | w | i S82arch

|a Local Users ||
Local Groups
aaaa y AD Groups
AD Users

abcd

NOTE The system will list up to 1,000 users from the chosen category. To narrow
your search, enter a search term in the blank provided.
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Stackable NAS

The Thecus IP storage’s capacity can be expanded even further using the stackable
function. With it, users can expand the capacity of their network storage systems up
to 5 other stack target volumes which are located in different systems. These can be
stacked through single network access like SMB or AFP acting as a share folder type.

' Stackable

Config to act as Stack Master

Available target device from 1U4500 / N5200 PRO

Capacity

Expansion

Can connect total 5 Thecus target device. Up to 20 TB capacity.

From the main menu, the stackable feature is located under “Storage”. Please refer
the figure below for reference.

Menu ) My favorite
| System Information : | sStack Target List
K System Management . Local Initiator IQM: ign.2007-08.com.thecus:stackable-server.0014fd14e07d
B @add | edic | @ ferormat | Grec A
=~ System Netwaork ? ; " "
Export share name P Capacity (Used/Totaly Status Description ign
‘E_Istomge — |
o/ Disks
£ RAD
Gmiscst
T ShaTe roar
“V Stackable

A. Add a Stack Target Volume
From the figure above, click Add to access the stackable target device configuration
page. Please refer to the figure below:

With the added stack target you could “Enable” or “"Disable” now or later per usage
needed.
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Add iSCSI Target {Add Stack Target) b4

Enable iSC81 Tarzet: | ) Enable @) Dizable

Staclable Tare=tfIP: | 172.16.65.157 | |

g ign. 2009-05 com.thecus XFS iscsil. vel.isesi | ™

Usz=rnams:
Paszsword:
Export sharz nams: { Limit : { 0-9, 2~z )} )
Deseription:

Browseable: @) yes

Public: () wes

Next, input the target IP address of the stackable device and click the Discovery
button. The system will list available target volumes from the inputted IP address.

Once IP with volume have been set, you may need to input a valid user name and
password to validate your access rights. If there is no user name and password
needed to access target volume, then leave it blank.

Once IP with volume have been set, you may need to input a valid user name and
password to validate your access rights. If there is no user name and password
needed to access target volume, then leave it blank.

Add iSCSI Target {Add Stack Target) b4
Enable iSC81 Tarzet: () Enable @) Dizable
Stackable Target IP: | [72.16.65.157 | |

g ign. 2009-05 com.thecus XFS iscsil. vel.isesi | ™

Usz=rnams:

Paszsword:

Export sharz nams: { Limit : { 0-9, 2~z )} )
Deseription:

Browseabla: @) vas ) no

Public: () wes

The Export share name will become the network share name and displayed
through network access such as SMB. You may refer the figures below to see the
result. Please note the naming limitation.
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Add iSCSI Target (Add Stack Target)

Enabls 13C81 Tarzat:
2tackabls Targst IP:
ign:

Uszzrname:

Password:

Enabls () Disabla

172.16.66.39

|

(009-6.com.thecus asas iscsil.velabed |

[ :
| pmmesting

{Limit :{0-9, 2z} }

Export shars name:

Daseription:

Browszahle: @ y=s ) no

Public: O was @ no
Apply

From the figure above, the Export share name is “pmmeeting”. The figures below
show the result before and after via Microsoft Network Access with settings have

been completed.

¥ Wi72.16.66.186

¢ WEE REE RO BEHeEL IRD HAD

J Ows [ owew @

No Stack Target

D) | ) wiTais66.18

v Bz |

HETIF

2 FE-EREELE

@ RS

5 SEEF A

3 BEFR ARATRTE
HR

& BRTFEE

o [EECHEEREN VP 58
= gl

RivtiE

oy Thecus

g HATENS
(E) Heiiecet
Ty st
Gy EIEEERIME

staEH ¥

—
nIme f = usheopy
=
©/ WideoTest
o

Lo "'-5 EnRigAIE

¥ W172.16.66.186
#EE SBED WRE IHEEQ ITAD AW

QOLreg-©

EEX
3

| mETH

F Dws | oaeE . :
B Pu= Stack target with export
AT [ wirzi666 186 v B nz
: = share name “pmmeeting”
2 s <= <=
© wiREEER b v _
& HETREIAE LSRR ,‘f} ey L/ presetee
2 BiEgs AT L ==
SR 5
oy MR TIEEAEN I - ‘J usheomy I :) ushhdd
DS U =i =
BT e -~
wA0IBM

"',) Vadeo Test
|

ok

L ENSFRAETOMEE

RiuyE

wy Theens

W FhATERS
i it
o EREfE
0 EIEER0EE

i

e

The Browseable setting will be same method of setting for system share folder. It
designates whether or not this folder will be visible through web disk. You may refer
the figures below for reference when Yes and No are selected.
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| Add iSCSI Target {Add Stack Target) b4
Enable iSC81 Tarzet: () Enable (@) Disabl=
Stackable Tarest IP: | 172.16.65.157 | |
g iqn. 2000-05 com.thecusXFS iscsil. vel.isesi | ™
Usz=rnams:
Password:
Export sharz nams: {Limit : { 0~-8, a~=} )

Deseription:

Browseabla: @) wes

Public: () yes

Apply

The Public setting will be set same as what the setting for the system share folder
associated with the ACL permission setup. If Public is set to Yes, all users will be
able to access it, and ACL button will be grayed out. If Public is set to No, the ACL
button will be available on the Stack Target List window.
| Add iSCSI Target {Add Stack Target) b4

Enable iSC81 Tarzet: () Enable (@) Disabl=

Stacksble Targat IP: | 172.16.65.157 | |

g iqn. 2000-05 com.thecusXFS iscsil. vel.isesi | ™

Usernams:

Paszsword:

Export sharz nams: {Limit : { 0~-8, a~=} )

Deseription:

Browseabla: @) wes i ne

Public: ) yes

Apply

Click Apply to save your changes.

B. Activate a Stack Target

After your settings have been applied, the system will bring you back to Stack
Target List window as shown below. There is one stack target device has been
attached into this stack master.

Stack Target Li=t
= = 5
& Add | LFEdit (&) Removs : j Reconnect
Export share name IP Capacity (UsediTotal) Status Description ign
» [T dsesi 172.16.65.157 0GB/0.1GB Dizable ign.2009-05.col
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Success *

i You have successfully formatted stack folder - [iscsi]
L)

With this newly attached stack target device, you will see the information displayed
and also several options you can choose.

In general, if attached stack target device has been used by another
N5200PRO/1U4500/N5500/N8800/N8800/N8800 as stack target volume, then the
Format item will be display and system will recognize it straight away and display
its capacity. Otherwise, the Format item will be available and the Capacity and
Status items will show as "N/A” and “Unknown file system” respectively.

Next, click Format to proceed with formatting.

After the format is complete, the stack target volume will be created successfully.
You will see the volume’s capacity and status in the Stack Target List screen.

C. Edit a Stack Target

To make any changes to stack targets, click Edit for the corresponding stack target,
and system will bring up the following dialogue:
Edit iSCSI Target ®

Enable 8C8I Tarzet: (@) Enable ) Dizabla
Stackable Targst IP:

ign:

Us=rnamea:

Password:

Export sharz name: isesi {Limit : { 0~-8, 3~z } )
Description:
Browszabla: 6 vas ") no
Public: @) wes ) no
Apply

After your changes have been made, click Apply to confirm any modifications. Once
changes are applied, the associated information will be updated on the Stack
Target List window.

D. Stack Target ACL
If the stack target Public setting set to Yes, then the ACL button will be grayed out.

However, if Public setting is set to No, then the ACL button will be available for you
to setup user access permissions for the stack target.
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ACL settings will be exactly the same as system folder that you may have setup
previously.

| ACL setting

| Recursive Deny Read Only Writable
Local Groups | | 1 Saarch
e Iam Mame Mams
J | wa=rs

E. Reconnect a Stack Target

The enabled stack target devices may be disconnected by situations such as power
outages or network disconnects. When this happens, the Reconnect button will
available. To attempt to reconnect the stack target, click Reconnect.

Stack Target Li=t
= - I
& Add | LFEdit @ Remove j Reconnact
Export share name IP Capacity (UsediTotal) Status Description ign
» [T dsesi 172.16.65.157 0GB/0.1GB Dizable ign.2009-05.col

Stack Target List

B Add | PR Remove

Descripion  ian

share name

ign Z2009-05.col

Success X

\i‘) You have successfully reconnect to the stack folder. - [iscsi]

ISO Mount

The ISO Mount feature is very useful tool from Thecus products. With it, users can
mount an ISO file and having export name to display all details from mounted ISO

file.
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From the main menu, the ISO Mount feature is located under “Storage”. Please refer
the figure below for reference.

Select on the ISO mount function and you will have the screen shot appear as
following.

ki System Information r IS0 Mount

em Management * | ——
k& i

@
1 Mounted Path = (80 Path 80 sme
Pagsll |[afl = o s ment information to dinpley
Description
Maximurm 50 150 files czn be mounted in total
wa User and Graup Authentication
A. Add a ISO file
From the figure above, select ISO file from drop down share list.
ISO Mount
v
nsvic
usbhdd
usbcopy 180 Path 180 Size

nasvwebsite

iTunes_music

After selection, system will bring up Mount table for further setting screen.

[9] 150 fiter & Unmoun
4 = naswebsite [T] Mounted Path ~ 150 Path 150 Size
_JBT Seed
_J Andy Weekly Report
_JAMD
_| Besttech GT
_JACS Gxxx
_J AMCC
=] Thecus 02.iso
=] Thecus 0l.iso
_J Adobe Acrobat 7.0 Pro
_JATOM
_) Andy Private
K 4 |Page[t oft | D Ml | 2 No iso mount information to display
File Selected:
Mount as: Description
Only ISO 9660 file system can be mounted.
Top 50 Folders
Add Top 50 Files
Please type i the full path of the ISO if not listed.

79



[V]180 fitter
4 = naswebsite
BT Seed
_J Andv Weekly Report
JAMD
] Besttech GT
J ACS bxxx

_J Andy Private

Mount as

File Selected: Inaswebsite/Thecus 01.iso

@ Unmoun

[] Mounted Path ~ 180 Path

150 Size

M < |Pagefl Jor1 | B M

Description

Only IS0 9660 file system can be mounted.

Top 50 Folders

Top 50 Files

Please type in the full path of the ISO if not listed.

No iso mouat information to display

To mount new ISO file, select from listed ISO file and input desired mounting name
into "Mount as:” field. Click *ADD"” with confirmation to complete mounting ISO file.
Or without “"Mount as” ISO file export name input, system will automatic to give the
export name by ISO file name.

If left "Mount as:” blink then system will create mount point by ISO file name.

naswebsite Thecus 01 iso

Mounted Path 150 Path

IS0 Mount X

you sure to mount the

2) 5

150 Mount X

\i‘) ‘naswebsite Thecus 01 iso is mounted!

5|

naswebsite/Thecus 01 iso

Page[l |ofl | |

system can be mounted.

tars

After you have completed to add ISO then the page will displayed all mounted ISO

files,
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[] 150 fitter & unmount

# ) naswebsite | Mounted Path ~ IS0 Path 150 Size
BT Seed
] Andy Weekly Report
_JAMD
~] Thecus 01
| Besttech GT
JACS Gxxx
J AMCC
=] Thecus 02.iso
| Adobe Acrobat 7.0 Pro
_JATOM
_| Andy Private

‘naswebsite Thecus 01 naswebsite Thecus 01.iso 102.8MB

M 4 | Page|t of 1 > M , Displaying iso mount information 1 - 1 of 1
File Selected:

Mount as Description

Only ISO 9660 file system can be mounted

You could click *"Unmount” to eliminate mounted ISO file.

B. Using ISO
The mounted ISO file will be located same share folder with name giving. Please
refer the screen shot below.

ISO file “image” has mounted as folder “Image” you could see. The ISO file “Thecus
01” without assign mounting name, system automatically has folder “Thecus 01"
created.

! 0))
BEE BE@ BRY BHSEE IHO 3w | &
QE~-Q~ 3 F ¢ 8z | =k M-
HEED) [ 172 16.66.40'maswebsite lag=E
BEREHKTE 2 /{ ACS bxx J Adobe Actobat 7.0 Pro /{ AMCC
O EHEIERE
@ ISEETH AR /[ AMD /] Andy Private /} Andy Weekly Report
Hfatr % ATOM Besttech GT BT Seed
9 NS200-NEWUI (172, 16.66.40) /; J /{
o BT e S A P'Eﬁ“sm -
o HmY Theens 01) & T‘Eﬁ%‘%{%’
- TEER T
G iERE bEUER
FHEIER ¥

User and Group Authentication

The Thecus IP storage has built-in user database that allows administrators to
manage user access using different group policies. From the User and Group
Authentication menu, you can create, modify, and delete users, and assign them
to groups that you designate.

ADS/NT Support

If you have a Windows Active Directory Server (ADS) or Windows NT server to
handle the domain security in your network, you can simply enable the ADS/NT
support feature; the Thecus IP storage will connect with the ADS/NT server and get
all the information of the domain users and groups automatically. From the
Accounts menu, choose Authentication item and the ADS/NT Support screen
appears. You can to change any of these items and press Apply to confirm your
settings.
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i Systemn Informaton

My favonte

ADS/NT Support

% System Management

Wark Group/Dormain Name @ | MYGROUP

h]li System Metwark

) Enable

'_-I Storge

Authentication Method ! = ADS N

aa® User and Group Authentication

|

i | ADS/NT Support :
|
|

ADSNT Server Namea :

Lacal
(=

=
A5ar

* o i,
e Group

3 Batch Input

% Application Server

ADESNT Realm :
Adminstrator ID :

Adrninstrator Password !

(aset
|

A description of each item follows:

ADS/NT Supp
Item

ort
Description

Work Group / Domain
Name

Specifies the SMB/CIFS Work Group / ADS Domain Name (e.g.
MYGROUP).

ADS/NT Support

Select Disable to disable authentication through Windows Active
Directory Server or Windows NT.

Authentication Method

Select ADS for Windows Active Directory Server, or select NT for
Windows NT

ADS/NT Server Name

Specifies the ADS/NT server name (e.g. adservername).

ADS/NT Realm

Specifies the ADS/NT realm (e.g. example.com).

Administrator ID

Enter the administrators ID of Windows Active Directory or
Windows NT, which is required for Thecus IP storage to join
domain.

Administrator
Password

Enter the ADS/NT Administrator password.

Apply

To save your settings.

To join an AD domain,

the figure and use the example below
to configure the Thecus IP storage for

associated filed input:

you can refer

System Properties

e b3

General NetWka|C|Entiﬁ0€'ti0n|Harc|t-\.lana |Izer Prafiles Advancedl

!j Windows uzes the following information to identify your computer
X on the network,

Full cormputer name: computer]. domain. lacal
ADS Server Mame — i

Damair: domain.local

Al ‘Work Group/Domain Name
I . ADS Realm il
[l renanie this computer or joit a domait, cliclk

Froperties |

Mate: The identifization of the complter cannat be changed because:
- The computer iz a domain controller.

Froperties.

oK I Cancel Apoply
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AD Domain Example

Item Information
Work Group / Domain | domain
Name
ADS Support Enable
ADS Server Name Computerl

ADS/NT Realm

Domain.local

Administrator ID

Administrator

Administrator
Password

*hkhkk kK kkkkk

The DNS server specified in the WAN/LAN1 configuration page should bh
able to correctly resolve the ADS server name.

The time zone setting between Thecus IP storage and ADS should be
identical.

The system time difference between Thecus IP storage and ADS should
be less than five minutes.

The Administrator Password field is for the password of ADS (Active

Directory Server) not Thecus IP storage.

/

Local User Configuration

From the Accounts menu, choose the User item, and the Local User
Configuration screen appears. This screen allows you to Add, Edit, and Remove

local users.

|1 Systern Inforrnatian

3¢ system Managernent

ii System Natwork

:'*_z___'Stoveue

as® User and Group Authentication
s
EE

¥ Batch Tnput

o
& Application Server

% Module managament

f

My favorte

Local User Configuration
Dadd | FAEdE | @ Remove

Usar ID Usar Name

{ 4 |zl Jord| b b [ &2

W topici to display

Local User Configuration

Item Description
Add Press the Add button to add a user to the list of local users.
Edit Press the Edit button to modify a local user.
Remove Press the Remove button to delete a selected user from the
system.
Add Users

1. Click on the Add button on Local User Configuration screen, and Local
User Setting screen appears.

2. On the Local User Setting screen, enter a name in the User Name box.
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3. Enter a User ID number. If left blank, the system will automatically assign
one.

4. Enter a password in the Password box and re-enter the password in the
Confirm box.

5. Select which group the user will belong to. Group Members is a list of
groups this user belongs to. Group List is a list of groups this user does not
belong to. Use the << or >> buttons to have this user join or leave a group.

6. Press the Apply button and the user is created.

'rtncs- Thecus®, Creator In Storage

R |
e
1]|[ Usertiame: Ll @ : |
i Systern Informaton \User ID+ |1-2!;) | GrouplD Group Name
B v
Password: | | il =
Confirm | |
Password:
Storage
. Group Members
Usar znd Group Aufl
"‘t'.'e B }. GrouplD Group Namse

- e
i 102 users
=

F Applicaton Server

{3_1‘ Module l";-na;-e“ne:‘il Apply. AE

NOTE All users are automatically assigned to the ‘users’ group. }

Edit Users

1. Select an existing user from the Local User Configuration screen.
2. Click on the Edit button, and Local User Setting screen appears.
3. From here, you can enter a new password and re-enter to confirm, or use the

<< or >> buttons to have this user join or leave a group. Click the Apply
button to save your changes.
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Edit

o
Local Uzer Satting ‘Group List
User Name: se | Search:
User IDx: GrovpID Grovp Name
Password: [TYTTTTITITY Y]

Confirm Password: FRERBERERENES

Group Members
GrouwplD} Grovp Name
102 LESrE

Remove Users

1. Select an existing user from the Local User Configuration screen.

2. Click on Remove button and the user is deleted from the system.

Local Uzer Configuration

D Add | [SFdit | (D Remova
User ID User Name
002 User
Local User Setting ®

92 ) Do you want to delete this nser?
.

o
fir]

No

Local Group Configuration

From the Accounts menu, choose the Group item, and the Local Group

Configuration screen appears. This screen allows you to Add, Edit, and Remove
local groups.
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Local Group Configuration
@ Add | {iEdit | © Remove
Grovp ID Group Nama

102 vEers

@

Pazz|l |ofl

Displaying topies 1 - 1 of 1

Local Group Configuration

Item Description
Add Press the Add button to add a user to the list of local groups.
Edit Press the Edit button to modify a selected group from the system.
Remove Press the Remove button to delete a selected group from the
system.
Add Groups

1. On the Local Group Configuration screen, click on the Add button.

2. The Local Group Setting screen appears.

3. Enter a Group Name.

4. Enter a Group ID number. If left blank, the system will automatically assign

one.
5. Select users to be in this group from the Users List by adding them to the

Members List using the << button.
6. Click the Apply button to save your changes.

| Ada X
[ Local Group Setting Uzers List

Group Name: Search:

Group ID: 103 UserID User Nams

1002 Usar

Mambers Li=t

UserlD User Name
|
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Edit Groups

1. On the Local Group Configuration screen, select a group name from the
list.

2. Press the Edit button to modify the members in a group.

3. To add a user into a group, select the user from the Users List, and press
the << button to move the user into the Members List.

4. To remove a user from a group, select the user from Members List, and
press the >> button.

5. Click the Apply button to save your changes.

Edit bt
Local Croup Setting Users List
Group Nama: it Zearch:
Grovp ID: UseID User Mams
1002 User
Members List
UserID User Nams

Remove Groups

1. On the Local Group Configuration screen, select a group name from the
list.
2. Press Remove to delete the group from the system.

Local Group Configuration

P Add | P Edit 2 Remaove

Grovp ID Group Nams
103 Group
Local Group Setting X
92 Do you want delete this group?
</

Page i [ TE&_J [ Ne Displayinz topics 1 -2 of 2
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Batch Create Users and Groups

The Thecus IP storage can also add users and groups in batch mode. This enables
you to conveniently add numerous users and groups automatically by importing a
simple comma-separated plain text (*.txt) file.

From the Accounts menu, click Batch Mgmt and the Batch Create Users and
Groups dialogue will appear. To import your list of users and groups, follow these
steps:

1. Click Browse... to locate your comma-separated text file.
The information in the text file should follow this format:

[USERNAME], [PASSWORD], [GROUP]

2. Click Open.
3. Click Import to begin the user list import.

i System Information

Batch Create Users and Groups

% System Management

[t & ) 1

= storage

B system Hetwork ¥ |

et User 2nd Group Authentication

each line represents one user.
{ex. Studentl,passwordi,student_group)

User Quota

The N12000/N16000 has supported local or AD users with its quota limitation in
each RAID volume of system. Simply to enable this function by clicking “Enable”
then apply it.

Lser Dunta

Quota Support
Liser Quiata: ") Enzhble @ Dizable [ sastr_]

Next, each user can be setup global quota size for each RAID volume. Simply click
on “Quota Size"” for each user and input desired capacity. After setup complete,
please click on “Apply” to activate user quota size.
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[uota setting

Local Users

Local Users

; 8 Saarch

Lota Gize (MB)  RAID RAIDL
EEEE] 100

Parme n

bbb I

Apply

D5t

Diseble Disable
3000 | Disable Dissble

Flaaze dick the fisld of Cutos See to dhanage the Ussr Cuota
The masirurn record of ussr kst is 100 You can ssarch neame to shiw users in the it

Application Server

The Thecus IP storage supports printer server, and Tunes server. The integrated
Print Server allows you to share a single USB printer will all users on the network.
The Thecus IP storage provides activating the iTunes Server on the device. You will
be able to play music files on this device with your iTunes client software directly.
The following section shows you how.

Printer Information

From the Application Server menu, choose the Printer item, and the Printer
Information screen appears. This screen provides the following information about
the USB printer connected to the USB port.

) T

B System Information

x System Management

iﬂ Cyskem Maberark

= storge

wa User and Graup Authentication

4 Applcation Server

"I-E.-Ir.. l

HiTunes

— Printer Information

Frinter 1
Manufactures: A
Model: A
Status: Mp Printer Dekactad
Remove document I.
from quewue: ":

Restart printer senice: I

Printer Information

Item Description
Manufacturer Displays the name of the USB printer manufacturer.
Model Displays the model of the USB printer.
Status Displays the status of the USB printer.
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Remove document Click to remove all documents from printer queue
from Queue

Restart Printer service | Click to restart printer service

If a corrupt print job is sent to a printer, printing may suddenly fail. If your print jobs
seem to be locked up, pressing the Remove All Documents button to clear the
print queue may resolve the issue.

You can configure Thecus IP storage to act as a printer server. That way, all PCs
connected to the network can utilize the same printer.

Windows XP SP2
To set up the Printer Server in Windows XP SP2, follow the steps below:

1.

Connect the USB printer to one of the USB ports (preferably the rear USB
ports; front USB ports can be used for external HDD enclosures).

Go to Start > Printers and Faxes.
Click on File > Add Printer.
The Add Printer Wizard appears on your screen. Click Next.

Select the “A network printer, or a printer attached to another
computer” option.

Select "Connect to a printer on the Internet or on a home or office
network”, and enter “http://Thecus IP storage
IP_ADDRESS:631/printers/usb-printer” into the URL field.

Your Windows system will ask you to install drivers for your printer. Select
correct driver for your printer.

Your Windows system will ask you if you want to set this printer as “Default
Printer”. Select Yes and all your print jobs will be submitted to this printer by
default. Click Next.

Click Finish.

e Not all USB printers are supported. Please check Thecus website for a list of
supported printers.

¢ Note that if a multi-function (all-in-one) printer is attached to the Thecus IP
Storage, usually only the printing and fax functions will work. Other

features, such as scanning, will probably not function.

Windows Vista
To set up the Printer Server in Windows Vista, follow the steps below:

1.

Open Printer Folder from the Control Panel.
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Control Panel »

= sl |
a2

-[ 4]l

* Control Panel Home .
System and Maintenance

Get started with Windows
Back up your computer

X |
¢

Security

Check for updates

Check this computer's security status

@ Allow s progriam thiough Windows
Firewall

. Network and Internet
View network status and tasks
Set up file sharing

Hardware and Sound
Play CDs or other media automatically

s

o)

Programs
Uninstall a program
Change startup programs

Recent Tasks
Printer

User Accounts and Family Safety
@ Set up parental controls for any user
I Add or remove user accounts

Appearance and Personalization
Change desktop background

Change the color scheme

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Change display language

Ease of Access
Let Windows suggest settings

Optimize visual display

Additional Options

2. Click the right mouse button in anywhere on the Printers folder and then
select Add Printer.

1 <« Hardware and Sound » Printers

Favorite Links

[l Documents

-

omments

Microsoft XPS Document
Writer

A

Lacation

B Pictures
B Music
Mare » View
Folders v Sort By
B Desktop « Group By
fae Stack By
). Public ST,
% Computer
¥ Network £ Paste

Control Panel
7] Additional Opt
& Appearance ar|
& Clock, Languar—
@ Ease of Access
%) Hardware and

Paste Shortcut

Undo Copy

Add Printer...

Server Properties...

Run as administrator

Ctr+Z

[g AutoPlay
B perconalizati

2@ Power Optio ~

() b Add Printer
Choose a local or network printer

 Add a local printer

installs USB printers when you plug them in.)

Use this option only if you don't have a USB printer. (Windows automatically

3. Select Add a network, wireless or Bluetooth printer.

ﬁ

or wireless printer is turned an,

< Add a network, wireless or Bluetooth printer
Make sure that your computer is connected to the network, or that your Bluetooth

Net | [ Conce ]

4. Select The printer that I want isn’t listed.
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@ 0 Add Printer

Searching for available printers..

* The printer thatI want isn't listed ‘

Cancel

You can press The printer that I want isn’t listed to go into next page without
waiting for Searching for available printers to finish.
5. Click Select a shared printer by name.

@ =0 Add Printer

Find a printer by name or TCP/IP address

B

(7 Browse for a printer
(@ Select a shared printer by name

http: /f<Thecus_NAS_IP =631 printers/usb-printer Browse. ..

Example: \\computername\printername or
http: /jcomputername /printers jprintername . printer

(7 Add a printer using a TCP/IP address or hostname

Cancel

Type http://<Thecus NAS>:631/printers/usb-printer in the box, where
<Thecus NAS IP> is the IP address of Thecus IP storage. Click Next.

6. Select or install a printer and then press OK.

Add Printer Wizard

y Select the manufacturer and model of your printer. [ your printer came with
=4  aninstallation disk, click Have Disk. I your printer is not listed, consult your
- printer documentation for 3 compatible printer.

Manufacturer % Printers o
HP 1| | BHHP Desket 615C |
1BM yHP DeskJet 640C/642C/648C
infotec 53¢ HP Deskjet 6500 Series
Konica P NecledetgRlr T
[ knniICa MiNOn TA || il Ll
;_.g This driver is digitally signed. | TR
Tell me why driver signing is important =
E 0K 3| Cancel |
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If your printer model is not listed, please contact your printer manufacturer
for help.

7. Windows will attempt to connect to the printer.

P

Windows Printer Installation

Connecting to
http://172.16.66.64:631/printers/usb-printer

Cancel

8. You can choose to set this printer as the default printer by checking the Set
as the default printer box. Click Next to continue.

) = Add Printer
Type a printer name
Printer name:
This printer has been installed with the HP Deskjet 6500 Series driver.
e )
9. Done! Click Finish.

u ) Add Printer

You've successfully added usb-printer on http://172.16.66.64:631

To see if the printer is working correctly, or to see troubleshooting information for the printer, print
a test page.

Print a test page
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iTunes® Server

With the built-in iTunes server capability, Thecus IP storage enables digital music to
be shared and played anywhere on the network!

From the Network menu, choose the iTunes item, and the iTunes Configuration
screen appears. You may enable or disable the iTunes Service from here. Once
enabled, enter correct information for each field and press Apply to save your
changes.

i Syeiem Information

— Mumnes Configuration

x Sysiam Management ITunes: ) Enable @ Dfszhle
B System Hetwark Sarvar Hama:
£ Storage Paszward:
= User and Group Authentication Rescan Intenvak b
e —— - MP3 Tag Encoda: v

# Applcation Servar "

— —

g, Printes [ Apphe ]

|3 iTunes |

See the following table for detailed descriptions of each field:

iTunes Configuration

Item Description
iTunes Enable or disable the iTunes Service.
Server Name Name used to identify Thecus IP storage to iTunes clients.
Password Enter password to control access to your iTunes music.

Rescan interval in seconds.

Specify tag encoding for MP3 files stored in Thecus IP storage. All
ID3 tags will be sent out in UTF-8 format.

Once the iTunes service is enabled, Thecus IP storage will make all music located in
the Music folder available for iTunes-equipped computers on the network.

Rescan Interval
MP3 Tag Encode

Module Management

Module Installation

From the Module Management menu, choose the Module Installation item and
the Module Management screen appears. From here, you can install separate
software modules to extend the functionality of your Thecus IP storage.

Kl System Information Module Fie: C-fakepath Rasd_Feplication_1.0.0.m0d B [ _i
x System Management — Module Managemant
o]
& Srtem Habwork ! Enable | Hame Varson Description Action
= comoe . Mo P_Cam 2.0.1 1P Cam pox
AT A T Ho HZBGet 1.0.8 HZEGet poox
— Ho Rad_Repication 1.0.0 Raid %olume Replcation B L4
# Applcation Senser
& Modue management
- -
E Backup . £ 5
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Auto Module Installation

Or choose the Auto Module Installation item and the available system Module
screen appears. The default to get module list is "On-line” so if Thecus IP storage is
capable to connect to Internet then it will automatically link to Thecus official
website then list available modules. Please refer the screen shot below.

; v
oA Systern Infomation | Mockds Package: (Luiplosd. | (e
B¢ System Management i — Morule Souree List
hiS',dsaem HMetwork > Irztalled Hame Werson  Description Location Cocument Action
f»z!stn'a;e ¥ Mot Trataled NZBGeT 1.0.0 NZBGEt downinad Crine =}
v 1.00.10 Malkervar 10010 Mal ssrve Crlires a2
wa LI5EE A0 Group ALtRentication |
— ot [rstalled 1P_Cam 20,1 Simple surveilance Crins a2 B
RN S ooy Mot Irstaled Usb_eSATA Backur 101 Schech/s backup utiity | Orire 3 =]
&"M:d-ie management - 100 Raic]_Repication 100 Duplication for created F Onine 8
2 Module Instalation 1.0.0 Twoirkymedia 1.0.0 Miadia server in DLMA Ol a2
F-cuitri Mook rsblition 108 DMz 102 HTTRFTRET/eMde do Onins b~
I system Module
& Liser Modle hiot Imstalled MySOL_S 10002 MySOL datdhase rine =]
1.0.4 webssrver 104 Web Sarver COrine a2
103 US3ony 103 LISE copy modubz it Onine

B Pockun G|

The other way to have auto module installed is using universal CD shipped with
system. It has contained file *"modules.zip” which included all modules while system
shipped. Please refer the screenshot below.

NOTE The modules list getting on-line of Thecus website will newly
than “thecus.zip” from shipped CD. But the installation from
Thecus website could have unpredictable duration due to
bandwidth concern.

M

S8 Systen Infematicn | Mockds Package:  [wadukezip (] [Gsesa] [imsianal
B Srstern Management d —Module Source List
ﬁaﬁ'rsbem Nebwork i Irestalled Hame Wersion | Description Location Document | Action
= ¥ Mot Trataled 1P_Cam 201 P Cam Dk B x
=— ' Mot Iretaled Twonkymeda 100 Tworkymeda Disk B x
map U2Er and Group Authentication | i

Mot Irstalled webssrver 1.0.4 Webssrver Dk 1= =

[78 Appication Server |

2 Mod s management -|
" Miodule Enstalation
i ALt Mochde Irstalation
¥ System Modue
W Liser Modile

Auto Module Source List

Item Description
Installed Status of module
Name Module name
Version The version of released version
Description The description of module
Location The module is either getting on-line or disk
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Document The available documentation of module
Action To install module or deleted
p.s. If module list from on-line, then no delete option available

Rescan Click to rescan from both on-line and disk
Mookl Package: | woduls zie (=) (ostest] Rescan

Module Source List

Trestaled Mame Version  Description Location Cocurment | Action

Met Installd 1P_Cam 20.1 [P Cam Cisk B =

Mot Irstalled Twonkymadiz 1.00 Twonkyrnedia Disk =il 1

Mot Iretalled wabsarvar 1.04 Wabsareear Cisk [ 7

After click on “Action” to install module, the module will be under list of Module
Installation. Please do “Enable” to activate module usage.

System Module

The system module is officially provided by Thecus for new features added. The
module will list once it has been enabled from “Module Installation”.

{@{9 Module management =

Module Installation
Auto Module Installation
= ™ System Module
"IP_Cam
"NZBGet
"Raid_Replication
User Module

User Module

The user module is reserved for Thecus fans to build up 3" party functions in the
future.

Backup

There are a number of ways to back up data with the Thecus IP storage.

Dual DOM

The unique Dual DOM feature can now perform “Auto Repair”. The Thecus NAS will
backup up to five versions of the system configuration either by the default timing of
1:00am every day automatically or as scheduled by the user.

This unique “Auto Repair” will be triggered if the primary DOM has a booting issue.
In this instance, the 2" DOM will take over the boot function. Then, the system will
automatically load the most recent system configuration backup image to repair the
primary DOM.

r— Dual BOM Schedule Backup
[¥] Enable/Disable Dual DOM schedule backip
@ Auto
r Daily o
and Group Authentication S Waekly 1= e
T3 Applcation Servar Menthly ~ =
‘mn Module management .. Starus:
F;Ea:.l:u:i [ [ f—r—
Hsync

2 Duzl DOM Backup

|— Dual DOM Backup Status
Task Harme

| backug_0000001

| backug_0000000




Thecus Backup Utility

The Thecus Backup Utility is on your Installation CD. When you click on the CD, the
Backup Utility will be installed under Program Groups > Thecus > Thecus
Backup Utility. If it is not installed, you can copy the file (Thecus Backup

Utility.exe) to a convenient location on your hard disk and double click to execute
it.

If you can not find Thecus Backup Utility on your CD, please download it

from the Thecus website (http://www.thecus.com).

When you execute this utility for the first time, it will ask you whether to create a DB
file. Click Yes.

1. Click Add to create a Backup task. The Add New Task dialog box appears.

Add New Tas

Item Description

Task Specifies a name for the current task.

Source Click to specify the source folder/file location.

Incremental Click to specify whether the backup will be incremental.
If unchecked, the backup will be a full backup.

Destination Click to specify the destination folder/file location.

Excluded extensions Files with these file name extensions will be skipped and not back
up to the destination.

Comments If you wish, enter comments here for your records.

2. To schedule the task to run at regular intervals, click on the Schedule icon
for that task. You can schedule the task to run Monthly or Weekly.

3. To check the log for that task, click on the Log icon for that task.

Thecus Backup Utility also supports MAC OS X. Just copy the Thecus Backup

Utility.dmg to your MAC OS X machine and double click to execute it.
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Windows XP Data Backup

If you use Windows XP Professional, you can also use the Windows Backup Utility
(Ntbackup.exe) to backup your files.

If you use Windows XP Home Edition, follow these steps to install the utility:

1.

4,

5.

Insert the Windows XP CD into a drive and double-click the CD icon in My
Computer.

When the Welcome to Microsoft Windows XP screen appears, click Perform
Additional Tasks.

Click Browse this CD.
In Windows Explorer, navigate to ValueAdd > Msft > Ntbackup.

Double-click Ntbackup.msi to install the backup utility.

Once installed, you can use the Windows Backup Utility by following the steps

below:

1.

Click Start, and point to All Programs > Accessories > System Tools >
Backup to start the wizard.

Click Next to skip past the opening page. Choose Backup files and
settings from the second page, and then click Next.

Select which option you want to back up.

Click Next and in the Backup Type, Destination, and Name page, specify a
back up location using the Browse button.

Find and select the drive that specifies your Thecus IP storage as your
backup destination and click Next.

Click Next to display the wizard'’s final page and click Finish to start backing
up.

Apple OS X Backup Utilities

Mac OS X does not include any backup software. However, there are a number of
backup solutions available for the Mac OS X, including: iBackup, Psyncx, iMSafe,
Rsyncx, Folder Synchronizer X, Tri-BACKUP, Impression, Intego Personal Backup,
SilverKeeper, and Apple's dotMac Backup utility to name just a few. To find even
more freeware and shareware backup utilities to choose from, go to VersionTracker
or MacUpdate and search on "backup".
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Chapter 5: Tips and Tricks

USB and eSATA Storage Expansion

The Thecus IP storage supports external USB hard disks through its USB ports. Once
a USB hard disk has successfully mounted, the entire volume will be linked

automatically to the default USB HDD folder. The Thecus IP storage supports USB
external storage devices. All file names on the USB disk volume are case sensitive.

The Thecus IP storage also supports eSATA hard disks with its eSATA port.

Before attaching an eSATA or USB disk drive to Thecus IP storage, you have to
partition and format it on a desktop computer or a notebook first. The attached
device will be located at \\192.168.1.100\usbhdd\sd(x)1 where 192.168.1.100
means the IP address of Thecus IP storage and sd (x) 1 stands for the first partition
on the eSATA or USB disk drive.

Remote Administration

You can set up your Thecus IP storage for remote administration. With remote
administration, you can access your Thecus IP storage over the Internet, even if
your Thecus IP storage is behind a router. This is especially useful if you are
traveling and suddenly need a file from your Thecus IP storage.

Setting up remote administration is a three-part process, and will require the
following equipment:

Thecus IP storage device

Cable / DSL Router with Dynamic DNS support
Home PC

Internet Connection

Router setup will differ slightly depending on router used. For this example,
we will use the Asus WL500g because it has support for Dynamic DNS.

Contact your router hardware vendor for setup help.
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Part | - Setup a DynDNS Account

1. Goto http://www.dyndns.org from your home PC.

2. Click on the Sign Up Now link.

3. Check the Check boxes, select a user name (i.e.: N8800), enter your email
address (i.e.: xxx@example.com), check Enable Wildcard, and create a
password (i.e.: Xxxx).

4. Wait for an email from www.dyndns.org.

5. Open the email and click on the link to activate your account

Part Il - Enable DDNS on the Router

1. Go to the router setup screen and select IP Config > Miscellaneous
DDNS Setting from your Home PC.

2. Click on Yes for Enable the DDNS Client?

3. Select www.dyndns.org.

4. Go to router setup screen, and enter the following information:

User Name or E-mail Address: xxx@example.com

Password or DDNS Key: xxxx

Host Name: www.N8800.dyndns.org

Enable wildcard? Select Yes

Update Manually: Click Update

®oooo

Part lll - Setting up Virtual Servers (HTTPS)

1. Navigate to NAT Setting > Virtual Server.
2. For Enable Virtual Server?, select Yes
3. Setup the HTTPS Server
a. Well-Known Applications: Select User Defined
b. Local IP: Enter 192.168.1.100
c. Port Range: 443 (the default HTTPS port setting on the Thecus IP
storage)
d. Protocol: select TCP
e. Click Add.
f. Click Apply.
4. Test the HTTPS connection from another computer on the Internet
a. From a remote computer, open your browser and enter
https://www.N8800.dyndns.org
b. You should see the login page of N8800.

Firewall Software Configuration

If you are using a software firewall (i.e. Norton Internet Security) and are having
trouble connecting to Thecus IP storage, you can try the following steps:

1. Double click the NIS icon on system tray, and then configure the Personal
Firewall.

2. On the Programs page, find the SetupWizard.exe and change its
permission to "Permit All". If it's not in the program list, use the Add or
Program Scan buttons to find it.

3. On the Networking page, manually add N8800 IP address (i.e.
192.168.1.100) to the Trusted list.
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Replacing Damaged Hard Drives

If you are using RAID 1, RAID 5, or RAID 6 you can easily replace a damaged hard
drive in the Thecus IP storage while keeping your data secure with the system’s
automatic data recovery.

Hard Drive Damage

When a hard drive is damaged and data in the RAID volume, the system OLED will
display warning message also the system beeps.

Replacing a Hard Drive
To replace a hard disk drive in Thecus IP storage:

1. Remove the tray with the damaged hard disk (NO503 is using HDD rail).
2. Unscrew the damaged hard disk and remove it from the tray.

3. Slide a new hard disk into the tray and fasten the screws.

4. Insertthe hard disk tray back into Thecus IP storage until it snaps into place.
You can also lock it with a key if desired.

5. The LED blinks green when the HDD is accessed.

RAID Auto-Rebuild

When using RAID 1, 5, 6,10, 50 or 60 on Thecus IP storage, you can use the
auto-rebuild function when an error is detected.

1. When a hard disk fails the system beeps and/or an email notification is sent
to specified receivers.

2. Check the OLED to see which disk has failed.
3. Follow the steps mentioned above to replace the failed hard disk.

4. The system automatically recognizes the new hard disk and starts the
auto-rebuild sequence to resume its status before the hard disk crash.
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Chapter 6: Troubleshooting

Forgot My Network IP Address

If you forget your network IP address and have no physical access to the system,
you can find out the IP address by either looking directly onto Thecus IP storage
OLED panel, or by using the setup wizard to retrieve the IP of your Thecus IP
storage.

1. Start the Setup Wizard, and it will automatically detect all Thecus IP storage
products on your network.

2. You should be able to find the IP address of Thecus IP storage which you
have forgotten in the Device Discovery screen.

Can't Map a Network Drive in Windows XP

You may have problems mapping a network drive under the following conditions:

1. The network folder is currently mapped using a different user name and
password. To connect using a different user name and password, first
disconnect any existing mappings to this network share.

2. The mapped network drive could not be created because the following error
has occurred: Multiple connections to a server or shared resource by
the same user, using more than one user name, are not allowed.
Disconnect all previous connections to the server or shared resource and try
again.

To check out existing network connections, type net use under the DOS prompt.
You may refer the URL below for more network mapping information.

http://esupport.thecus.com/support/index.php?_m=downloads&_a=viewdownload&downloaditemid
=57&nav=0

Restoring Factory Defaults

From the System menu, choose the Factory Default item and the Reset to
Factory Default screen appears. Press Apply to reset Thecus IP storage factory
default settings.

m Resetting to factory defaults will not erase the data stored in the hard }
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Problems with Time and Date Settings

The administrator is able to select an NTP Server to keep Thecus IP storage time
synchronized. However, if Thecus IP storage can not access the Internet, you may
encounter a problem when setting the Time and Time Zone. If this happens:

1. Login to the Web Administration Interface.
2. Navigate to System Management>Time.
3. Under NTP Server, select No.

4, Set the Date, Time, and Time Zone.

5. Click Apply.

In addition, if Thecus IP storage is able to access the Internet and you want to keep
the NTP Server clock.isc.org by default, please make sure the DNS Server is
correctly entered, thereby allowing the NTP Server name to correctly resolve. (See
System Network > WAN/LAN1 > DNS Server)

Dual DOM Supports for Dual Protection

The most advance and useful of Thecus IP storage (depend on models) is Dual DOM
implemented. In the normal circumstance, it has no need to have this feature
involved. But with irresistible cause like power cut or human error by accident
occurred especially during system booting stage, this will become the great feature
to prevent system down time.

Practically while it happened, system will try to recovery the DOM 1 from DOM 2 first.
If it is unachievable then system can boot from DOM 2. And all of this procedure can
be operated by LCM.

The Dual DOM in DOM1 is default master and FW upgrading will only \
execute in DOM1 unlike DOM2 is ‘Read only” initially.

Any circumstance occurred, while DOM2 successes recover DOM1. The

FW will be version of DOM2. Therefore, it may need to upgrade to the
version of DOM1 it has.

If DOM1 can not be recovery from DOM2, then system will boot up from

DOM2. The original configuration in DOM1 may need to setup again with

DOM2 operation. j
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Appendix A: Customer Support
If your Thecus IP storage is not working properly, we encourage you to check out
Chapter 6: Troubleshooting, located in this manual. You can also try to ensure
that you are using the latest firmware version for your Thecus IP storage. Thecus is
committed to providing free firmware upgrades to our customers. Our newest
firmware is available on our Download Center:
http://www.thecus.com/download.php
If you are still experiencing problems with your Thecus IP storage, or require a
Return Merchandise Authorization (RMA), feel free to contact technical support via
our Technical Support Website:
http://www.thecus.com/support_tech.php

Customers in the US should send all technical support enquiries to the US contact window
included in the following web page:

http://www.thecus.com/support_tech.php
For Sales Information you can e-mail us at:

sales@thecus.com

Thank you for choosing
Thecus!

Thecus,
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Appendix B: RAID Basics

Overview

A Redundant Array of Independent Disks (RAID) is an array of several hard disks
that provide data security and high performance. A RAID system accesses several
hard disks simultaneously, which improves I/O performance over a single hard disk.
Data security is enhanced by a RAID, since data loss due to a hard disk failure is
minimized by regenerating redundant data from the other RAID hard disks.

Benefits

RAID improves I/0O performance, and increases data security through fault
tolerance and redundant data storage.

Improved Performance

RAID provides access to several hard disk drives simultaneously, which greatly
increases I/0 performance.

Data Security

Hard disk drive failure unfortunately is a common occurrence. A RAID helps prevent
against the loss of data due to hard disk failure. A RAID offers additional hard disk
drives that can avert data loss from a hard disk drive failure. If a hard drive fails, the
RAID volume can regenerate data from the data and parity stored on its other hard
disk drives.

RAID Levels

The Thecus IP storage supports standard RAID levels 0, 1, 5, 6, 10, and JBOD. You
choose a RAID level when you create a system volume. The factors for selecting a
RAID level are:

e Your requirements for performance
Your need for data security
Number of hard disk drives in the system, capacity of hard disk drives in the
system

The following is a description of each RAID level:

RAID O

RAID 0 is best suited for applications that need high bandwidth but do not require a
high level of data security. The RAID 0 level provides the best performance of all the
RAID levels, but it does not provide data redundancy.

RAID 0 uses disk striping and breaking up data into blocks to write across all hard
drives in the volume. The system can then use multiple hard drives for faster read
and write. The stripe size parameter that was set when the RAID was created
determines the size of each block. No parity calculations complicate the write
operation.

RAID 1

RAID 1 mirrors all data from one hard disk drive to a second one hard disk drive,
thus providing complete data redundancy. However, the cost of data storage
capacity is doubled.
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This is excellent for complete data security.

RAID 5

RAID 5 offers data security and it is best suited for networks that perform many
small I/0 transactions at the same time, as well as applications that require data
security such as office automation and online customer service. Use it also for
applications with high read requests but low write requests.

RAID 5 includes disk striping at the byte level and parity information is written to
several hard disk drives. If a hard disk fails the system uses parity stored on each of
the other hard disks to recreate all missing information.

RAID 6

RAID 6 is essentially an extension of RAID level 5 which allows for additional fault
tolerance by using a second independent distributed parity scheme (dual parity)
Data is striped on a block level across a set of drives, just like in RAID 5, and a
second set of parity is calculated and written across all the drives; RAID 6 provides
for an extremely high data fault tolerance and can sustain two simultaneous drive
failures.

This is a perfect solution for mission critical applications.

RAID 10

RAID 10 is implemented as a striped array whose segments are RAID 1 arrays. RAID
10 has the same fault tolerance as RAID level 1.

RAID 10 has the same overhead for fault-tolerance as mirroring alone. High I/O
rates are achieved by striping RAID 1 segments.

Under certain circumstances, RAID 10 array can sustain up to 2 simultaneous drive
failures

Excellent solution for applications that would have otherwise gone with RAID 1 but
need an additional performance boost.

RAID 50

A RAID 50 combines the straight block-level striping of RAID 0 with the distributed
parity of RAID 5. This is a RAID 0 array striped across RAID 5 elements. It requires
at least 6 drives.

RAIDG60O

A RAID 60 combines the straight block-level striping of RAID 0 with the distributed
double parity of RAID 6. That is, a RAID 0 array striped across RAID 6 elements. It
requires at least 8 disks.

JBOD

Although a concatenation of disks (also called JBOD, or "Just a Bunch of Disks") is
not one of the numbered RAID levels, it is a popular method for combining multiple
physical disk drives into a single virtual one. As the name implies, disks are merely
concatenated together, end to beginning, so they appear to be a single large disk.

As the data on JBOD is not protected, one drive failure could result total data loss.
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Stripe Size

The length of the data segments being written across multiple hard disks. Data is
written in stripes across the multiple hard disks of a RAID. Since multiple disks are
accessed at the same time, disk striping enhances performance. The stripes can
vary in size.

Disk Usage

When all disks are of the same size, and used in RAID, Thecus IP storage disk usage
percentage is listed below:

RAID Level Percentage Used

RAID 0 100%

RAID 1 1/n x 100%
RAID 5 (n-1)/n x 100%
RAID 6 (n-2)/n x 100%

RAID 10 50%

RAID 50 (n-1)/n x 100%

RAID 60 (n-2)/n x 100%
JBOD 100%

n : HDD number

107



Appendix C: Active Directory Basics

Overview

With Windows 2000, Microsoft introduced Active Directory (ADS), which is a large
database/information store. Prior to Active Directory the Windows OS could not
store additional information in its domain database. Active Directory also solved the
problem of locating resources; which previously relied on Network Neighborhood,
and was slow. Managing users and groups were among other issues Active Directory
solved.

What is Active Directory?

Active Directory was built as a scalable, extensible directory service that was
designed to meet corporate needs. A repository for storing user information,
accounts, passwords, printers, computers, network information and other data,
Microsoft calls Active Directory a "namespace" where names can be resolved.

ADS Benefits

ADS lets Thecus IP storage integrate itself with the existing ADS in an office
environment. This means the Thecus IP storage is able to recognize your office
users and passwords on the ADS server. Other major benefits ADS support provides
include:

1. Easy integration of Thecus IP storage into the existing office IT infrastructure

The Thecus IP storage acts as a member of the ADS. This feature
significantly lowers the overhead of the system administrator. For example,
corporate security policies and user privileges on an ADS server can be
enforced automatically on Thecus IP storage.

2. Centralized user/password database

The Thecus IP storage does not maintain its own copy of the user/password
database. This avoids data inconsistency between Thecus IP storage and
other servers. For example, without ADS support, an administrator might
need to remove a specific user privilege on Thecus IP storage and each
individual server. With ADS support, the change on an ADS server is known
to all of its ADS members.
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Appendix D: Licensing Information

Overview

This product included copyrighted third-party software licensed under the terms of
GNU General Public License. Please see THE GNU General Public License for extra
terms and conditions of this license.

Source Code Availability

Thecus Technology Corp. has exposed the full source code of the GPL licensed
software. For more information on how you can obtain our source code, please visit
our web site, http://www.thecus.com.

Copyrights

This product includes cryptographic software written by Eric Young
(eay@cryptsoft.com).

This product includes software developed by Mark Murray.

This product includes software developed by Eric Young
(eay@cryptsoft.com).

This product includes software developed by the OpenSSL Project for use in
the OpenSSL Toolkit (http://www.openssl.org/).

This product includes PHP, freely available from (http://www.php.net/).
This product includes software developed by the University of California,
Berkeley and its contributors.

This product includes software developed by Winning Strategies, Inc.

This product includes software developed by the Apache Group for use in the
Apache HTTP server project (http://www.apache.org/).

This product includes software developed by Softweyr LLC, the University of
California, Berkeley, and its contributors.

This product includes software developed by Bodo Moeller.

This product includes software developed by Greg Roelofs and contributors
for the book, "PNG: The Definitive Guide," published by O'Reilly and
Associates.

This product includes software developed by the NetBSD Foundation, Inc.
and its contributors.

This product includes software developed by Yen Yen Lim and North Dakota
State University.

This product includes software developed by the Computer Systems
Engineering Group at Lawrence Berkeley Laboratory.

This product includes software developed by the Kungliga Tekniska
Hogskolan and its contributors.

This product includes software developed by the Nick Simicich.

This product includes software written by Tim Hudson (tjh@cryptsoft.com).
This product includes software developed by Christopher G. Demetriou for
the NetBSD Project.
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CGIC License Terms
Basic License

CGIC, copyright 1996, 1997, 1998, 1999, 2000, 2001, 2002, 2003, 2004 by
Thomas Boutell and Boutell.Com, Inc.

Permission is granted to use CGIC in any application, commercial or noncommercial,
at no cost. HOWEVER, this copyright paragraph must appear on a "credits" page
accessible in the public online and offline documentation of the program. Modified
versions of the CGIC library should not be distributed without the attachment of a
clear statement regarding the author of the modifications, and this notice may in no
case be removed. Modifications may also be submitted to the author for inclusion in
the main CGIC distribution.

GNU General Public License
Version 2, June 1991

Copyright © 1989, 1991 Free Software Foundation, Inc.
51 Franklin St, Fifth Floor, Boston, MA 02110-1301 USA

Everyone is permitted to copy and distribute verbatim copies of this license
document, but changing it is not allowed.

PREAMBLE

The licenses for most software are designed to take away your freedom to share and
change it. By contrast, the GNU General Public License is intended to guarantee
your freedom to share and change free software--to make sure the software is free
for all its users. This General Public License applies to most of the Free Software
Foundation's software and to any other program whose authors commit to using it.
(Some other Free Software Foundation software is covered by the GNU Library
General Public License instead.) You can apply it to your programs, too.

When we speak of free software, we are referring to freedom, not price. Our
General Public Licenses are designed to make sure that you have the freedom to
distribute copies of free software (and charge for this service if you wish), that you
receive source code or can get it if you want it, that you can change the software or
use pieces of it in new free programs; and that you know you can do these things.

To protect your rights, we need to make restrictions that forbid anyone to deny you
these rights or to ask you to surrender the rights. These restrictions translate to
certain responsibilities for you if you distribute copies of the software, or if you
modify it.

For example, if you distribute copies of such a program, whether gratis or for a fee,
you must give the recipients all the rights that you have. You must make sure that
they, too, receive or can get the source code. And you must show them these
terms so they know their rights.

We protect your rights with two steps: (1) copyright the software, and (2) offer you
this license which gives you legal permission to copy, distribute and/or modify the
software.

Also, for each author's protection and ours, we want to make certain that everyone

understands that there is no warranty for this free software. If the software is
modified by someone else and passed on, we want its recipients to know that what
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they have is not the original, so that any problems introduced by others will not
reflect on the original authors' reputations.

Finally, any free program is threatened constantly by software patents. We wish to
avoid the danger that redistributors of a free program will individually obtain patent
licenses, in effect making the program proprietary. To prevent this, we have made
it clear that any patent must be licensed for everyone's free use or not licensed at
all.

The precise terms and conditions for copying, distribution and modification follow.
TERMS AND CONDITIONS FOR COPYING, DISTRIBUTION AND MODIFICATION

0. This License applies to any program or other work which contains a notice placed
by the copyright holder saying it may be distributed under the terms of this
General Public License. The "Program", below, refers to any such program or
work, and a "work based on the Program" means either the Program or any
derivative work under copyright law: that is to say, a work containing the
Program or a portion of it, either verbatim or with modifications and/or
translated into another Language. (Hereinafter, translation is included without
limitation in the term "modification".) Each licensee is addressed as "you".

Activities other than copying, distribution and modification are not covered by
this License; they are outside its scope. The act of running the Program is not
restricted, and the output from the Program is covered only if its contents
constitute a work based on the Program (independent of having been made by
running the Program).

Whether that is true depends on what the Program does.

1. You may copy and distribute verbatim copies of the Program's source code as
you receive it, in any medium, provided that you conspicuously and
appropriately publish on each copy an appropriate copyright notice and
disclaimer of warranty; keep intact all the notices that refer to this License and
to the absence of any warranty; and give any other recipients of the Program a
copy of this License along with the Program.

You may charge a fee for the physical act of transferring a copy, and you may at
your option offer warranty protection in exchange for a fee.

2. You may modify your copy or copies of the Program or any portion of it, thus
forming a work based on the Program, and copy and distribute such
modifications or work under the terms of Section 1 above, provided that you also
meet all of these conditions:

a) You must cause the modified files to carry prominent notices stating that you
changed the files and the date of any change.

b) You must cause any work that you distribute or publish, that in whole or in
part contains or is derived from the Program or any part thereof, to be
licensed as a whole at no charge to all third parties under the terms of this
License.

c) If the modified program normally reads commands interactively when run,
you must cause it, when started running for such interactive use in the most
ordinary way, to print or display an announcement including an appropriate
copyright notice and a notice that there is no warranty (or else, saying that
you provide a warranty) and that users may redistribute the program under
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these conditions, and telling the user how to view a copy of this License.
(Exception: if the Program itself is interactive but does not normally print
such an announcement, your work based on the Program is not required to
print an announcement.)

These requirements apply to the modified work as a whole. If identifiable
sections of that work are not derived from the Program, and can be reasonably
considered independent and separate works in themselves, then this License,
and its terms, do not apply to those sections when you distribute them as
separate works. But when you distribute the same sections as part of a whole
which is a work based on the Program, the distribution of the whole must be on
the terms of this License, whose permissions for other licensees extend to the
entire whole, and thus to each and every part regardless of who wrote it.

Thus, it is not the intent of this section to claim rights or contest your rights to
work written entirely by you; rather, the intent is to exercise the right to control
the distribution of derivative or collective works based on the Program.

In addition, mere aggregation of another work not based on the Program with
the Program (or with a work based on the Program) on a volume of a storage or
distribution medium does not bring the other work under the scope of this
License.

You may copy and distribute the Program (or a work based on it, under Section
2) in object code or executable form under the terms of Sections 1 and 2 above
provided that you also do one of the following:

a) Accompany it with the complete corresponding machine-readable source
code, which must be distributed under the terms of Sections 1 and 2 above on a
medium customarily used for software interchange; or,

b) Accompany it with a written offer, valid for at least three years, to give any
third party, for a charge no more than your cost of physically performing source
distribution, a complete machine-readable copy of the corresponding source
code, to be distributed under the terms of Sections 1 and 2 above on a medium
customarily used for software interchange; or,

¢) Accompany it with the information you received as to the offer to distribute
corresponding source code. (This alternative is allowed only for noncommercial
distribution and only if you received the program in object code or executable
form with such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of the work for making
modifications to it. For an executable work, complete source code means all
the source code for all modules it contains, plus any associated interface
definition files, plus the scripts used to control compilation and installation of the
executable. However, as a special exception, the source code distributed need
not include anything that is normally distributed (in either source or binary form)
with the major components (compiler, kernel, and so on) of the operating
system on which the executable runs, unless that component itself accompanies
the executable.

If distribution of executable or object code is made by offering access to copy
from a designated place, then offering equivalent access to copy the source code
from the same place counts as distribution of the source code, even though third
parties are not compelled to copy the source along with the object code.
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You may not copy, modify, sublicense, or distribute the Program except as
expressly provided under this License. Any attempt otherwise to copy, modify,
sublicense or distribute the Program is void, and will automatically terminate
your rights under this License. However, parties who have received copies, or
rights, from you under this License will not have their licenses terminated so
long as such parties remain in full compliance.

You are not required to accept this License, since you have not signed it.
However, nothing else grants you permission to modify or distribute the
Program or its derivative works. These actions are prohibited by law if you do
not accept this License. Therefore, by modifying or distributing the Program (or
any work based on the Program), you indicate your acceptance of this License to
do so, and all its terms and conditions for copying, distributing or modifying the
Program or works based on it.

Each time you redistribute the Program (or any work based on the Program), the
recipient automatically receives a license from the original licensor to copy,
distribute or modify the Program subject to these terms and conditions. You
may not impose any further restrictions on the recipients' exercise of the rights
granted herein. You are not responsible for enforcing compliance by third parties
to this License.

If, as a consequence of a court judgment or allegation of patent infringement or
for any other reason (not limited to patent issues), conditions are imposed on
you (whether by court order, agreement or otherwise) that contradict the
conditions of this License, they do not excuse you from the conditions of this
License. If you cannot distribute so as to satisfy simultaneously your
obligations under this License and any other pertinent obligations, then as a
consequence you may not distribute the Program at all. For example, if a
patent license would not permit royalty-free redistribution of the Program by all
those who receive copies directly or indirectly through you, then the only way
you could satisfy both it and this License would be to refrain entirely from
distribution of the Program.

If any portion of this section is held invalid or unenforceable under any particular
circumstance, the balance of the section is intended to apply and the section as
a whole is intended to apply in other circumstances.

It is not the purpose of this section to induce you to infringe any patents or other
property right claims or to contest validity of any such claims; this section has
the sole purpose of protecting the integrity of the free software distribution
system, which is implemented by public license practices. Many people have
made generous contributions to the wide range of software distributed through
that system in reliance on consistent application of that system; it is up to the
author/donor to decide if he or she is willing to distribute software through any
other system and a licensee cannot impose that choice.

This section is intended to make thoroughly clear what is believed to be a
consequence of the rest of this License.

If the distribution and/or use of the Program is restricted in certain countries
either by patents or by copyrighted interfaces, the original copyright holder who
places the Program under this License may add an explicit geographical
distribution limitation excluding those countries, so that distribution is permitted
only in or among countries not thus excluded. In such case, this License
incorporates the limitation as if written in the body of this License.
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9. The Free Software Foundation may publish revised and/or new versions of the

10.

11.

12.

General Public License from time to time. Such new versions will be similar in
spirit to the present version, but may differ in detail to address new problems or
concerns.

Each version is given a distinguishing version number. If the Program specifies
a version number of this License which applies to it and "any later version", you
have the option of following the terms and conditions either of that version or of
any later version published by the Free Software Foundation. If the Program
does not specify a version number of this License, you may choose any version
ever published by the Free Software Foundation.

If you wish to incorporate parts of the Program into other free programs whose
distribution conditions are different, write to the author to ask for permission.
For software which is copyrighted by the Free Software Foundation, write to the
Free Software Foundation; we sometimes make exceptions for this. Our
decision will be guided by the two goals of preserving the free status of all
derivatives of our free software and of promoting the sharing and reuse of
software generally.

NO WARRANTY

BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE, THERE IS NO
WARRANTY FOR THE PROGRAM, TO THE EXTENT PERMITTED BY APPLICABLE
LAW. EXCEPT WHEN OTHERWISE STATED IN WRITING THE COPYRIGHT
HOLDERS AND/OR OTHER PARTIES PROVIDE THE PROGRAM "AS IS" WITHOUT
WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT
NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE. THE ENTIRE RISK AS TO THE QUALITY
AND PERFORMANCE OF THE PROGRAM IS WITH YOU. SHOULD THE PROGRAM
PROVE DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY SERVICING,
REPAIR OR CORRECTION.

IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN
WRITING WILL ANY COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MAY
MODIFY AND/OR REDISTRIBUTE THE PROGRAM AS PERMITTED ABOVE, BE
LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL, SPECIAL,
INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR
INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF
DATA OR DATA BEING RENDERED INACCURATE OR LOSSES SUSTAINED BY
YOU OR THIRD PARTIES OR A FAILURE OF THE PROGRAM TO OPERATE WITH
ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS
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